
  

 
 
 
  



 
 

  

 

   

 

                                
                                  
                                   
                                    

                                 
                                 
                                  

                                  
                                      

                                   
                                

                                   
                                 

                                      
                                  

                                  
                                

                                   
                                  
                                  
                                   

                               
                                  

                                 
                                      

                                     
                                    

                                
                                 

                                   
                                  

                              
                                 
                               
                                     

                             
                                    
                                     
                                    
                                   

                                        
                                   
                                  

                                  
                                     

                                
                                    

                                  
                                    

                                 
                                    
                                  
                                   

                                    
                                  

                                
                              

                               
                                    

                              
                                     

                                   
                                  

                               
                                

                                    
                                   

                                   
                                         
                                   

                                     
                                      

                                    
                                   

                                    
                                  
                                   

                                      
                                 

                                     
                                 

                                
                                   

                                
                                    

                                   
                                 

                                   
                                 

                                   
                                    
                                  
                                   

                                      
                                 

                                 
                                      

                                   
                                   

                                    
                                    

                                    
                                   

                               
                                  

                                 
                                    

                                      
                                  

                                    
                                   

                                       
                                   
                                    

                                  
                                  

                                  
                                 

                                 
                                 

                                  
                                    

                                          
                                    

                                     
                                 

                                         

 

DHS rose from the ashes of the tragic events of September 11th , 2001, to safeguard the 

American people, our homeland, and our values.  As we observe the 20th anniversary 

of 9/11, we honor the victims who perished that day. 

Gordon M. Aamoth, Jr., Edelmiro Abad, Marie Rose Abad, Andrew Anthony Abate, Vincent Paul Abate, Laurence Christopher Abel, Alona Abraham, William F. Abrahamson, Richard Anthony Aceto, Heinrich Bernhard Ackermann, Paul Acquaviva, Christian 
Adams, Donald LaRoy Adams, Patrick Adams, Shannon Lewis Adams, Stephen George Adams, Ignatius Udo Adanga, Christy A. Addamo, Terence Edward Adderley, Jr., Sophia B. Addo, Lee Adler, Daniel Thomas Afflitto, Emmanuel Akwasi Afuakwah, Alok 
Agarwal, Mukul Kumar Agarwala, Joseph Agnello, David Scott Agnes, Joao Alberto da Fonseca Aguiar, Jr., Brian G. Ahearn, Jeremiah Joseph Ahern, Joanne Marie Ahladiotis, Shabbir Ahmed, Terrance Andre Aiken, Godwin O. Ajala, Trudi M. Alagero, Andrew 
Alameno, Margaret Ann Alario, Gary M. Albero, Jon Leslie Albert, Peter Craig Alderman, Jacquelyn Delaine Aldridge-Frederick, David D. Alger, Ernest Alikakos, Edward L. Allegretto, Eric Allen, Joseph Ryan Allen, Richard Dennis Allen, Richard L. Allen, Christopher 
E. Allingham, Anna S. W. Allison, Janet Marie Alonso, Anthony Alvarado, Antonio Javier Alvarez, Victoria Alvarez-Brito, Telmo E. Alvear, Cesar Amoranto Alviar, Tariq Amanullah, Angelo Amaranto, James M. Amato, Joseph Amatuccio, Paul W. Ambrose, Christopher 
Charles Amoroso, Craig Scott Amundson, Kazuhiro Anai, Calixto Anaya, Jr., Joseph P. Anchundia, Kermit Charles Anderson, Yvette Constance Anderson, John Jack Andreacchio, Michael Rourke Andrews, Jean Ann Andrucki, Siew-Nya Ang, Joseph Angelini, Sr., 
Joseph John Angelini, Jr., David Lawrence Angell, Mary Lynn Edwards Angell, Laura Angilletta, Doreen J. Angrisani, Lorraine Antigua, Seima David Aoyama, Peter Paul Apollo, Faustino Apostol, Jr., Frank Thomas Aquilino, Patrick Michael Aranyos, David Gregory 
Arce, Michael George Arczynski, Louis Arena, Barbara Jean Arestegui, Adam P. Arias, Michael J. Armstrong, Jack Charles Aron, Joshua Todd Aron, Richard Avery Aronow, Myra Joy Aronson, Japhet Jesse Aryee, Carl Francis Asaro, Michael A. Asciak, Michael 
Edward Asher, Janice Marie Ashley, Thomas J. Ashton, Manuel O. Asitimbay, Gregg A. Atlas, Gerald Thomas Atwood, James Audiffred, Louis F. Aversano, Jr., Ezra Aviles, Sandy Ayala, Arlene T. Babakitis, Eustace R. Bacchus, John J. Badagliacca, Jane Ellen 
Baeszler, Robert J. Baierwalter, Andrew J. Bailey, Brett T. Bailey, Garnet Ace Bailey, Tatyana Bakalinskaya, Michael S. Baksh, Sharon M. Balkcom, Michael Andrew Bane, Katherine Bantis, Gerard Baptiste, Walter Baran, Gerard A. Barbara, Paul Vincent 
Barbaro, James William Barbella, Victor Daniel Barbosa, Christine Johnna Barbuto, Colleen Ann Barkow, David Michael Barkway, Matthew Barnes, Melissa Rose Barnes, Sheila Patricia Barnes, Evan Jay Baron, Renee Barrett-Arjune, Arthur Thaddeus Barry, 
Diane G. Barry, Maurice Vincent Barry, Scott D. Bart, Carlton W. Bartels, Guy Barzvi, Inna B. Basina, Alysia Christine Burton Basmajian, Kenneth William Basnicki, Steven Joseph Bates, Paul James Battaglia, W. David Bauer, Ivhan Luis Carpio Bautista, Marlyn 
Capito Bautista, Mark Lawrence Bavis, Jasper Baxter, Lorraine G. Bay, Michele Beale, Todd M. Beamer, Paul Frederick Beatini, Jane S. Beatty, Alan Anthony Beaven, Lawrence Ira Beck, Manette Marie Beckles, Carl John Bedigian, Michael Ernest Beekman, 
Maria A. Behr, Max J. Beilke, Yelena Belilovsky, Nina Patrice Bell, Debbie S. Bellows, Stephen Elliot Belson, Paul M. Benedetti, Denise Lenore Benedetto, Bryan Craig Bennett, Eric L. Bennett, Oliver Bennett, Margaret L. Benson, Dominick J. Berardi, James 
Patrick Berger, Steven Howard Berger, John P. Bergin, Alvin Bergsohn, Daniel David Bergstein, Graham Andrew Berkeley, Michael J. Berkeley, Donna M. Bernaerts, David W. Bernard, William H. Bernstein, David M. Berray, David Shelby Berry, Joseph John 
Berry, William Reed Bethke, Yeneneh Betru, Timothy D. Betterly, Carolyn Mayer Beug, Edward Frank Beyea, Paul Michael Beyer, Anil Tahilram Bharvaney, Bella J. Bhukhan, Shimmy D. Biegeleisen, Peter Alexander Bielfeld, William G. Biggart, Brian Eugene 
Bilcher, Mark Bingham, Carl Vincent Bini, Gary Eugene Bird, Joshua David Birnbaum, George John Bishop, Kris Romeo Bishundat, Jeffrey Donald Bittner, Albert Balewa Blackman, Jr., Christopher Joseph Blackwell, Carrie Rosetta Blagburn, Susan Leigh Blair, 
Harry Blanding, Jr., Janice Lee Blaney, Craig Michael Blass, Rita Blau, Richard Middleton Blood, Jr., Michael Andrew Boccardi, John Paul Bocchi, Michael L. Bocchino, Susan M. Bochino, Deora Frances Bodley, Bruce Douglas Boehm, Nicholas Andrew Bogdan, 
Darren Christopher Bohan, Lawrence Francis Boisseau, Vincent M. Boland, Jr., Touri Hamzavi Bolourchi, Alan Bondarenko, Andre Bonheur, Jr., Colin Arthur Bonnett, Frank J. Bonomo, Yvonne Lucia Bonomo, Sean Booker, Sr., Kelly Ann Booms, Canfield D. 
Boone, Mary Jane Booth, Sherry Ann Bordeaux, Krystine Bordenabe, Jerry J. Borg, Martin Michael Boryczewski, Richard Edward Bosco, Klaus Bothe, Carol Marie Bouchard, J. Howard Boulton, Francisco Eligio Bourdier, Thomas Harold Bowden, Jr., Donna M. 
Bowen, Kimberly S. Bowers, Veronique Nicole Bowers, Larry Bowman, Shawn Edward Bowman, Jr., Kevin L. Bowser, Gary R. Box, Gennady Boyarsky, Pamela Boyce, Allen P. Boyle, Michael Boyle, Alfred J. Braca, Sandra Conaty Brace, Kevin Hugh Bracken, 
Sandy Waugh Bradshaw, David Brian Brady, Alexander Braginsky, Nicholas W. Brandemarti, Daniel Raymond Brandhorst, David Reed Gamboa Brandhorst, Michelle Renee Bratton, Patrice Braut, Lydia Estelle Bravo, Ronald Michael Breitweiser, Edward A. 
Brennan III, Frank H. Brennan, Michael E. Brennan, Peter Brennan, Thomas More Brennan, Daniel J. Brethel, Gary Lee Bright, Jonathan Eric Briley, Mark A. Brisman, Paul Gary Bristow, Marion R. Britton, Mark Francis Broderick, Herman Charles Broghammer, 
Keith A. Broomfield, Bernard C. Brown II, Janice Juloise Brown, Lloyd Stanford Brown, Patrick John Brown, Bettina B. Browne-Radburn, Mark Bruce, Richard George Bruehert, Andrew Brunn, Vincent Edward Brunton, Ronald Bucca, Brandon J. Buchanan, Greg 
J. Buck, Dennis Buckley, Nancy Clare Bueche, Patrick Joseph Buhse, John Edward Bulaga, Jr., Stephen Bruce Bunin, Christopher L. Burford, Matthew J. Burke, Thomas Daniel Burke, William Francis Burke, Jr., Charles F. Burlingame III, Thomas E. Burnett, Jr., 
Donald J. Burns, Kathleen Anne Burns, Keith James Burns, John Patrick Burnside, Irina Buslo, Milton G. Bustillo, Thomas M. Butler, Patrick Dennis Byrne, Timothy G. Byrne, Daniel M. Caballero, Jesus Neptali Cabezas, Lillian Caceres, Brian Joseph Cachia, 
Steven Dennis Cafiero, Jr., Richard Michael Caggiano, Cecile Marella Caguicla, John Brett Cahill, Michael John Cahill, Scott Walter Cahill, Thomas Joseph Cahill, George C. Cain, Salvatore B. Calabro, Joseph M. Calandrillo, Philip V. Calcagno, Edward Calderon, 
Jose O. Calderon-Olmedo, Kenneth Marcus Caldwell, Dominick E. Calia, Felix Bobby Calixte, Francis Joseph Callahan, Liam Callahan, Suzanne M. Calley, Gino Luigi Calvi, Roko Camaj, Michael F. Cammarata, David Otey Campbell, Geoffrey Thomas Campbell, 
Robert Arthur Campbell, Sandra Patricia Campbell, Sean Thomas Canavan, John A. Candela, Vincent A. Cangelosi, Stephen J. Cangialosi, Lisa Bella Cannava, Brian Cannizzaro, Michael R. Canty, Louis Anthony Caporicci, Jonathan Neff Cappello, James 
Christopher Cappers, Richard Michael Caproni, Jose Manuel Cardona, Dennis M. Carey, Sr., Edward Carlino, Michael Scott Carlo, David G. Carlone, Rosemarie C. Carlson, Mark Stephen Carney, Joyce Ann Carpeneto, Jeremy Caz Carrington, Michael T. Carroll, 
Peter J. Carroll, James Joseph Carson, Jr., Christoffer Mikael Carstanjen, Angelene C. Carter, James Marcel Cartier, Sharon Ann Carver, Vivian Casalduc, John Francis Casazza, Paul Regan Cascio, Neilie Anne Heffernan Casey, William Joseph Cashman, 
Thomas Anthony Casoria, William Otto Caspar, Alejandro Castaño, Arcelia Castillo, Leonard M. Castrianno, Jose Ramon Castro, William E. Caswell, Richard G. Catarelli, Christopher Sean Caton, Robert John Caufield, Mary Teresa Caulfield, Judson Cavalier, 
Michael Joseph Cawley, Jason David Cayne, Juan Armando Ceballos, Marcia G. Cecil-Carter, Jason Michael Cefalu, Thomas Joseph Celic, Ana Mercedes Centeno, Joni Cesta, John J. Chada, Jeffrey Marc Chairnoff, Swarna Chalasani, William A. Chalcoff, Eli 
Chalouh, Charles Lawrence Chan, Mandy Chang, Rosa Maria Chapa, Mark Lawrence Charette, David M. Charlebois, Gregorio Manuel Chavez, Pedro Francisco Checo, Douglas MacMillan Cherry, Stephen Patrick Cherry, Vernon Paul Cherry, Nestor Julio 
Chevalier, Jr., Swede Joseph Chevalier, Alexander H. Chiang, Dorothy J. Chiarchiaro, Luis Alfonso Chimbo, Robert Chin, Eddie Wing-Wai Ching, Nicholas Paul Chiofalo, John G. Chipura, Peter A. Chirchirillo, Catherine Ellen Chirls, Kyung Hee Casey Cho, Abul K. 
Chowdhury, Mohammad Salahuddin Chowdhury, Kirsten Lail Christophe, Pamela Chu, Steven Paul Chucknick, Wai Ching Chung, Christopher Ciafardini, Alex F. Ciccone, Frances Ann Cilente, Elaine Cillo, Patricia Ann Cimaroli Massari, Edna Cintron, Nestor 
Andre Cintron III, Robert D. Cirri, Sr., Juan Pablo Cisneros, Benjamin Keefe Clark, Eugene Clark, Gregory Alan Clark, Mannie Leroy Clark, Sara M. Clark, Thomas R. Clark, Christopher Robert Clarke, Donna Marie Clarke, Michael J. Clarke, Suria Rachel Emma 
Clarke, Kevin Francis Cleary, James D. Cleere, Geoffrey W. Cloud, Susan Marie Clyne, Steven Coakley, Jeffrey Alan Coale, Patricia A. Cody, Daniel Michael Coffey, Jason Matthew Coffey, Florence G. Cohen, Kevin S. Cohen, Anthony Joseph Coladonato, Mark 
Joseph Colaio, Stephen J. Colaio, Christopher Michael Colasanti, Kevin Nathaniel Colbert, Michel P. Colbert, Keith E. Coleman, Scott Thomas Coleman, Tarel Coleman, Liam Joseph Colhoun, Robert D. Colin, Robert J. Coll, Jean Marie Collin, John Michael 
Collins, Michael L. Collins, Thomas Joseph Collins, Joseph Kent Collison, Jeffrey Dwayne Collman, Patricia Malia Colodner, Linda M. Colon, Sol E. Colon, Ronald Edward Comer, Jaime Concepcion, Albert Conde, Denease Conley, Susan P. Conlon, Margaret 
Mary Conner, Cynthia Marie Lise Connolly, John E. Connolly, Jr., James Lee Connor, Jonathan M. Connors, Kevin Patrick Connors, Kevin F. Conroy, Brenda E. Conway, Dennis Michael Cook, Helen D. Cook, Jeffrey W. Coombs, John A. Cooper, Julian T. Cooper, 
Joseph John Coppo, Jr., Gerard J. Coppola, Joseph Albert Corbett, John J. Corcoran III, Alejandro Cordero, Robert Joseph Cordice, Ruben D. Correa, Danny A. Correa-Gutierrez, Georgine Rose Corrigan, James J. Corrigan, Ret., Carlos Cortés-Rodriguez, Kevin 
Michael Cosgrove, Dolores Marie Costa, Digna Alexandra Costanza, Charles Gregory Costello, Jr., Michael S. Costello, Asia S. Cottom, Conrod Kofi Cottoy, Sr., Martin John Coughlan, John G. Coughlin, Timothy J. Coughlin, James E. Cove, Andre Colin Cox, 
Frederick John Cox, James Raymond Coyle, Michele Coyle-Eulau, Christopher Seton Cramer, Eric A. Cranford, Denise Elizabeth Crant, James Leslie Crawford, Jr., Robert James Crawford, Tara Kathleen Creamer, Joanne Mary Cregan, Lucia Crifasi, John A. 
Crisci, Daniel Hal Crisman, Dennis A. Cross, Kevin R. Crotty, Thomas G. Crotty, John R. Crowe, Welles Remy Crowther, Robert L. Cruikshank, John Robert Cruz, Grace Alegre Cua, Kenneth John Cubas, Francisco Cruz Cubero, Thelma Cuccinello, Richard Joseph 
Cudina, Neil James Cudmore, Thomas Patrick Cullen III, Joan Cullinan, Joyce Rose Cummings, Brian Thomas Cummins, Michael Joseph Cunningham, Robert Curatolo, Laurence Damian Curia, Paul Dario Curioli, Patrick Joseph Currivan, Beverly L. Curry, 
Andrew Peter Charles Curry Green, Michael Sean Curtin, Patricia Cushing, Gavin Cushny, John D'Allara, Vincent Gerard D'Amadeo, Jack L. D'Ambrosi, Jr., Mary D'Antonio, Edward A. D'Atri, Michael D. D'Auria, Michael Jude D'Esposito, Carlos S. da Costa, Caleb 
Arron Dack, Jason M. Dahl, Brian Paul Dale, Thomas A. Damaskinos, Jeannine Damiani-Jones, Manuel João DaMota, Patrick W. Danahy, Vincent G. Danz, Dwight Donald Darcy, Elizabeth Ann Darling, Annette Andrea Dataram, Lawrence Davidson, Michael 
Allen Davidson, Scott Matthew Davidson, Titus Davidson, Niurka Davila, Ada M. Davis, Clinton Davis, Sr., Wayne Terrial Davis, Anthony Richard Dawson, Calvin Dawson, Edward James Day, Dorothy Alma de Araujo, Jayceryll Malabuyoc de Chavez, Jennifer De 
Jesus, Nereida De Jesus, Emy De La Peña, Azucena Maria de la Torre, Francis Albert De Martini, Jose Nicolas De Pena, Melanie Louise de Vere, William Thomas Dean, Robert J. DeAngelis, Jr., Thomas Patrick DeAngelis, Ana Gloria Pocasangre Debarrera, 
Tara E. Debek, James D. Debeuneure, Anna M. DeBin, James V. DeBlase, Jr., Paul DeCola, Gerald F. DeConto, Simon Marash Dedvukaj, Jason Christopher DeFazio, Laura Lee Defazio Morabito, David A. DeFeo, Monique Effie DeJesus, Manuel Del Valle, Jr., 
Donald Arthur Delapenha, Vito Joseph DeLeo, Danielle Anne Delie, Joseph A. Della Pietra, Andrea DellaBella, Palmina DelliGatti, Colleen Ann Deloughery, Joseph DeLuca, Anthony Demas, Martin N. DeMeo, Francis Deming, Carol Keyes Demitz, Kevin Dennis, 
Thomas Francis Dennis, Sr., Jean C. DePalma, Robert John Deraney, Michael DeRienzo, David Paul DeRubbio, Jemal Legesse DeSantis, Christian Louis DeSimone, Edward DeSimone III, Andrew J. Desperito, Cindy Ann Deuel, Jerry DeVito, Robert P. Devitt, 
Jr., Dennis Lawrence Devlin, Gerard P. Dewan, Sulemanali Kassamali Dhanani, Patricia Florence Di Chiaro, Debra Ann Di Martino, Joseph Di Pilato, Michael Louis DiAgostino, Matthew Diaz, Nancy Diaz, Obdulio Ruiz Diaz, Michael A. Diaz-Piedra III, Judith 
Berquis Diaz-Sierra, Rodney Dickens, Jerry D. Dickerson, Joseph Dermot Dickey, Jr., Lawrence Patrick Dickinson, Michael D. Diehl, John Difato, Vincent Francis DiFazio, Carl Anthony DiFranco, Donald Joseph DiFranco, John DiGiovanni, Eddie A. Dillard, David 
DiMeglio, Stephen Patrick Dimino, William John Dimmling, Christopher More Dincuff, Jeffrey Mark Dingle, Rena Sam Dinnoo, Anthony Dionisio, George DiPasquale, Douglas Frank DiStefano, Donald Americo DiTullio, Ramzi A. Doany, Johnnie Doctor, Jr., John 
Joseph Doherty, Melissa Cándida Doi, Brendan Dolan, Robert E. Dolan, Jr., Neil Matthew Dollard, James Domanico, Benilda Pascua Domingo, Alberto Dominguez, Carlos Dominguez, Jerome Mark Patrick Dominguez, Kevin W. Donnelly, Jacqueline Donovan, 
William H. Donovan, Stephen Scott Dorf, Thomas Dowd, Kevin Christopher Dowdell, Mary Yolanda Dowling, Raymond Matthew Downey, Sr.,Frank Joseph Doyle, Joseph Michael Doyle, Randall L. Drake, Patrick Joseph Driscoll, Stephen Patrick Driscoll, Charles 
A. Droz III, Mirna A. Duarte, Luke A. Dudek, Christopher Michael Duffy, Gerard J. Duffy, Michael Joseph Duffy, Thomas W. Duffy, Antoinette Duger, Jackie Sayegh Duggan, Sareve Dukat, Patrick Dunn, Felicia Gail Dunn-Jones, Christopher Joseph Dunne, Richard 
Anthony Dunstan, Patrick Thomas Dwyer, Joseph Anthony Eacobacci, John Bruce Eagleson, Edward T. Earhart, Robert Douglas Eaton, Dean Phillip Eberling, Margaret Ruth Echtermann, Paul Robert Eckna, Constantine Economos, Barbara G. Edwards, Dennis 
Michael Edwards, Michael Hardy Edwards, Christine Egan, Lisa Erin Egan, Martin J. Egan, Jr., Michael Egan, Samantha Martin Egan, Carole Eggert, Lisa Caren Ehrlich, John Ernst Eichler, Eric Adam Eisenberg, Daphne Ferlinda Elder, Michael J. Elferis, Mark 
Joseph Ellis, Valerie Silver Ellis, Albert Alfy William Elmarry, Robert R. Elseth, Edgar Hendricks Emery, Jr., Doris Suk-Yuen Eng, Christopher Epps, Ulf Ramm Ericson, Erwin L. Erker, William John Erwin, Sarah Ali Escarcega, Jose Espinal, Fanny Espinoza, Billy 
Scoop Esposito, Bridget Ann Esposito, Francis Esposito, Michael A. Esposito, Ruben Esquilin, Jr., Sadie Ette, Barbara G. Etzold, Eric Brian Evans, Robert Edward Evans, Meredith Emily June Ewart, Catherine K. Fagan, Patricia Mary Fagan, Ivan Kyrillos 
Fairbanks-Barbosa, Keith George Fairben, Sandra Fajardo-Smith, Charles S. Falkenberg, Dana Falkenberg, Zoe Falkenberg, Jamie L. Fallon, William F. Fallon, William Lawrence Fallon, Jr., Anthony J. Fallone, Jr., Dolores Brigitte Fanelli, Robert John Fangman, 
John Joseph Fanning, Kathleen Anne Faragher, Thomas James Farino,mNancy C. Doloszycki Farley, Paige Marie Farley-Hackel, Elizabeth Ann Farmer, Douglas Jon Farnum, John Gerard Farrell, John W. Farrell, Terrence Patrick Farrell, Joseph D. Farrelly, 
Thomas Patrick Farrelly, Syed Abdul Fatha, Christopher Edward Faughnan, Wendy R. Faulkner, Shannon Marie Fava, Bernard D. Favuzza, Robert Fazio, Jr., Ronald Carl Fazio, Sr., William M. Feehan, Francis Jude Feely, Garth Erin Feeney, Sean Bernard Fegan, 
Lee S. Fehling, Peter Adam Feidelberg, Alan D. Feinberg, Rosa Maria Feliciano, Edward P. Felt, Edward Thomas Fergus, Jr., George J. Ferguson III, J. Joseph Ferguson, Henry Fernandez, Judy Hazel Santillan Fernandez, Julio Fernandez, Elisa Giselle Ferraina, 
Anne Marie Sallerin Ferreira, Robert John Ferris, David Francis Ferrugio, Louis V. Fersini, Jr., Michael David Ferugio, Bradley James Fetchet, Jennifer Louise Fialko, Kristen Nicole Fiedel, Amelia V. Fields, Samuel Fields, Alexander Milan Filipov, Michael Bradley 
Finnegan, Timothy J. Finnerty, Michael C. Fiore, Stephen J. Fiorelli, Paul M. Fiori, John B. Fiorito, John R. Fischer, Andrew Fisher, Bennett Lawson Fisher, Gerald P. Fisher, John Roger Fisher, Thomas J. Fisher, Lucy A. Fishman, Ryan D. Fitzgerald, Thomas James 
Fitzpatrick, Richard P. Fitzsimons, Salvatore Fiumefreddo, Darlene E. Flagg, Wilson F. Flagg, Christina Donovan Flannery, Eileen Flecha, Andre G. Fletcher, Carl M. Flickinger, Matthew M. Flocco, John Joseph Florio, Joseph Walkden Flounders, Carol Ann Flyzik, 
David Fodor, Michael N. Fodor, Stephen Mark Fogel, Thomas J. Foley, Jane C. Folger, David J. Fontana, Chih Min Foo, Delrose E. Forbes Cheatham, Godwin Forde, Donald A. Foreman, Christopher Hugh Forsythe, Claudia Alicia Foster, Noel John Foster, Sandra 
N. Foster, Ana Fosteris, Robert Joseph Foti, Jeffrey Fox, Virginia Elizabeth Fox, Pauline Francis, Virgin Lucy Francis, Gary Jay Frank, Morton H. Frank, Peter Christopher Frank, Colleen L. Fraser, Richard K. Fraser, Kevin J. Frawley, Clyde Frazier, Jr., Lillian Inez 
Frederick, Andrew Fredericks, Tamitha Freeman, Brett Owen Freiman, Peter L. Freund, Arlene Eva Fried, Alan W. Friedlander, Andrew Keith Friedman, Paul J. Friedman, Gregg J. Froehner, Lisa Anne Frost, Peter Christian Fry, Clement A. Fumando, Steven 
Elliot Furman, Paul James Furmato, Karleton Douglas Beye Fyfe, Fredric Neal Gabler, Richard Peter Gabriel, Richard S. Gabrielle, James Andrew Gadiel, Pamela Lee Gaff, Ervin Vincent Gailliard, Deanna Lynn Galante, Grace Catherine Galante, Anthony Edward 
Gallagher, Daniel James Gallagher, John Patrick Gallagher, Lourdes J. Galletti, Cono E. Gallo, Vincent Gallucci, Thomas E. Galvin, Giovanna Galletta Gambale, Thomas Gambino, Jr., Giann F. Gamboa, Ronald L. Gamboa, Peter James Ganci, Jr., Michael Gann, 
Charles William Garbarini, Andrew Sonny Garcia, Cesar R. Garcia, David Garcia, Jorge Luis Morron Garcia, Juan Garcia, Marlyn Del Carmen Garcia, Christopher Samuel Gardner, Douglas Benjamin Gardner, Harvey Joseph Gardner III, Jeffrey Brian Gardner, 
Thomas A. Gardner, William Arthur Gardner, Frank Garfi, Rocco Nino Gargano, James M. Gartenberg, Matthew David Garvey, Bruce Gary, Boyd Alan Gatton, Donald Richard Gavagan, Jr., Peter Alan Gay, Terence D. Gazzani, Gary Paul Geidel, Paul Hamilton 
Geier, Julie M. Geis, Peter Gerard Gelinas, Steven Paul Geller, Howard G. Gelling, Jr., Peter Victor Genco, Jr., Steven Gregory Genovese, Alayne Gentul, Linda M. George, Edward F. Geraghty, Suzanne Geraty, Ralph Gerhardt, Robert Gerlich, Denis P. Germain, 
Marina Romanovna Gertsberg, Susan M. Getzendanner, Lawrence D. Getzfred, James G. Geyer, Cortez Ghee, Joseph M. Giaccone, Vincent Francis Giammona, Debra Lynn Gibbon, James Andrew Giberson, Brenda C. Gibson, Craig Neil Gibson, Ronnie E. Gies, 
Andrew Clive Gilbert, Timothy Paul Gilbert, Paul Stuart Gilbey, Paul John Gill, Mark Y. Gilles, Evan Hunter Gillette, Ronald Lawrence Gilligan, Rodney C. Gillis, Laura Gilly, John F. Ginley, Donna Marie Giordano, Jeffrey John Giordano, John Giordano, Steven A. 
Giorgetti, Martin Giovinazzo, Kum-Kum Girolamo, Salvatore Gitto, Cynthia Giugliano, Mon Gjonbalaj, Dianne Gladstone, Keith Alexander Glascoe, Thomas Irwin Glasser, Edmund Glazer, Harry Glenn, Barry H. Glick, Jeremy Logan Glick, Steven Glick, John T. 
Gnazzo, William Robert Godshalk, Michael Gogliormella, Brian F. Goldberg, Jeffrey G. Goldflam, Michelle Goldstein, Monica Goldstein, Steven Ian Goldstein, Ronald F. Golinski, Andrew H. Golkin, Dennis James Gomes, Enrique Antonio Gomez, Jose Bienvenido 
Gomez, Manuel Gomez, Jr., Wilder Alfredo Gomez, Jenine Nicole Gonzalez, Mauricio Gonzalez, Rosa J. Gonzalez, Lynn Catherine Goodchild, Calvin Joseph Gooding, Peter Morgan Goodrich, Harry Goody, Kiran Kumar Reddy Gopu, Catherine C. Gorayeb, Lisa 
Fenn Gordenstein, Kerene Gordon, Sebastian Gorki, Kieran Joseph Gorman, Thomas Edward Gorman, Michael Edward Gould, O. Kristin Osterholm White Gould, Douglas Alan Gowell, Yuji Goya, Jon Richard Grabowski, Christopher Michael Grady, Edwin J. 
Graf III, David Martin Graifman, Gilbert Franco Granados, Lauren Catuzzi Grandcolas, Elvira Granitto, Winston Arthur Grant, Christopher S. Gray, Ian J. Gray, James Michael Gray, Tara McCloud Gray, John M. Grazioso, Timothy George Grazioso, Derrick Auther 
Green, Wade B. Green, Wanda Anita Green, Elaine Myra Greenberg, Donald Freeman Greene, Gayle R. Greene, James Arthur Greenleaf, Jr., Eileen Marsha Greenstein, Elizabeth Martin Gregg, Denise Marie Gregory, Donald H. Gregory, Florence Moran Gregory, 
Pedro Grehan, John Michael Griffin, Tawanna Sherry Griffin, Joan Donna Griffith, Warren Grifka, Ramon B. Grijalvo, Joseph F. Grillo, David Joseph Grimner, Francis Edward Grogan, Linda Gronlund, Kenneth George Grouzalis, Joseph Grzelak, Matthew James 
Grzymalski, Robert Joseph Gschaar, Liming Gu, Richard J. Guadagno, Jose A. Guadalupe, Cindy Yan Zhu Guan, Geoffrey E. Guja, Joseph P. Gullickson, Babita Girjamatie Guman, Douglas Brian Gurian, Janet Ruth Gustafson, Philip T. Guza, Barbara Guzzardo, 
Peter Mark Gyulavary, Gary Robert Haag, Andrea Lyn Haberman, Barbara Mary Habib, Philip Haentzler, Nezam A. Hafiz, Karen Elizabeth Hagerty, Steven Michael Hagis, Mary Lou Hague, David Halderman, Maile Rachel Hale, Diane Hale-McKinzy, Richard B. 
Hall, Stanley R. Hall, Vaswald George Hall, Robert J. Halligan, Vincent Gerard Halloran, Carolyn B. Halmon, James Douglas Halvorson, Mohammad Salman Hamdani, Felicia Hamilton, Robert W. Hamilton, Carl Max Hammond, Jr., Frederic K. Han, Christopher 
James Hanley, Sean S. Hanley, Valerie Joan Hanna, Thomas Paul Hannafin, Kevin James Hannaford, Sr., Michael Lawrence Hannan, Dana Rey Hannon, Christine Lee Hanson, Peter Burton Hanson, Sue Kim Hanson, Vassilios G. Haramis, James A. Haran, 
Gerald Francis Hardacre, Jeffrey Pike Hardy, T.J. Hargrave, Daniel Edward Harlin, Frances Haros, Harvey L. Harrell, Stephen G. Harrell, Melissa Marie Harrington, Aisha Ann Harris, Stewart D. Harris, John Patrick Hart, Eric Hartono, John Clinton Hartz, Emeric 
Harvey, Peter Paul Hashem, Thomas Theodore Haskell, Jr., Timothy Shawn Haskell, Joseph John Hasson III, Leonard W. Hatton, Jr., Terence S. Hatton, Michael Helmut Haub, Timothy Aaron Haviland, Donald G. Havlish, Jr., Anthony Maurice Hawkins, Nobuhiro 
Hayatsu, James Edward Hayden, Robert Jay Hayes, Philip T. Hayes, Ret., W. Ward Haynes, Scott Jordan Hazelcorn, Michael K. Healey, Roberta B. Heber, Charles Francis Xavier Heeran, John F. Heffernan, Michele M. Heidenberger, Sheila M.S. Hein, H. Joseph 
Heller, Jr., JoAnn L. Heltibridle, Ronald John Hemenway, Mark F. Hemschoot, Ronnie Lee Henderson, Brian Hennessey, Edward R. Hennessy, Jr., Michelle Marie Henrique, Joseph Patrick Henry, William L. Henry, Jr., Catherina Henry-Robinson, John Christopher 
Henwood, Robert Allan Hepburn, Mary Herencia, Lindsay C. Herkness III, Harvey Robert Hermer, Norberto Hernandez, Raul Hernandez, Gary Herold, Jeffrey Alan Hersch, Thomas J. Hetzel, Leon Bernard Heyward MC Sundance, Brian Christopher Hickey, 
Enemencio Dario Hidalgo Cedeño, Timothy Brian Higgins, Robert D. W. Higley II, Todd Russell Hill, Clara Victorine Hinds, Neal O. Hinds, Mark Hindy, Katsuyuki Hirai, Heather Malia Ho, Tara Yvette Hobbs, Thomas Anderson Hobbs, James J. Hobin, Robert 
Wayne Hobson III, DaJuan Hodges, Ronald G. Hoerner, Patrick A. Hoey, John A. Hofer, Marcia Hoffman, Stephen Gerard Hoffman, Frederick Joseph Hoffmann, Michele L. Hoffmann, Judith Florence Hofmiller, Wallace Cole Hogan, Jr., Thomas Warren Hohlweck, 
Jr., Jonathan R. Hohmann, Cora Hidalgo Holland, John Holland, Joseph F. Holland, Jimmie I. Holley, Elizabeth Holmes, Thomas P. Holohan, Herbert Wilson Homer, LeRoy W. Homer, Jr., Bradley V. Hoorn, James P. Hopper, Montgomery McCullough Hord, 
Michael Joseph Horn, Matthew Douglas Horning, Robert L. Horohoe, Jr., Michael Robert Horrocks, Aaron Horwitz, Charles J. Houston, Uhuru G. Houston, Angela M. Houtz, George Gerard Howard, Brady Kay Howell, Michael C. Howell, Steven Leon Howell, 
Jennifer L. Howley, Milagros Hromada, Marian R. Hrycak, Stephen Huczko, Jr., Kris Robert Hughes, Paul Rexford Hughes, Robert T. Hughes, Jr., Thomas F. Hughes, Jr., Timothy Robert Hughes, Susan Huie, Lamar Demetrius Hulse, John Nicholas Humber, Jr., 
William Christopher Hunt, Kathleen Anne Hunt-Casey, Joseph Gerard Hunter, Peggie M. Hurt, Robert R. Hussa, Stephen N. Hyland, Jr., Robert J. Hymel, Thomas Edward Hynes, Walter G. Hynes, Joseph Anthony Ianelli, Zuhtu Ibis, Jonathan Lee Ielpi, Michael 
Patrick Iken, Daniel Ilkanayev, Frederick J. Ill, Jr., Abraham Nethanel Ilowitz, Anthony P. Infante, Jr., Louis S. Inghilterra, Christopher Noble Ingrassia, Paul Innella, Stephanie Veronica Irby, Douglas Jason Irgang, Kristin Irvine-Ryan, Todd Antione Isaac, Erik 
Hans Isbrandtsen, Taizo Ishikawa, Waleed Joseph Iskandar, Aram Iskenderian, Jr., John F. Iskyan, Kazushige Ito, Aleksandr Valeryevich Ivantsov, Lacey Bernard Ivory, Virginia May Jablonski, Bryan C. Jack, Brooke Alexandra Jackman, Aaron Jeremy Jacobs, 
Ariel Louis Jacobs, Jason Kyle Jacobs, Michael G. Jacobs, Steven A. Jacobson, Steven D. Jacoby, Ricknauth Jaggernauth, Jake Denis Jagoda, Yudhvir S. Jain, Maria Jakubiak, Robert Adrien Jalbert, Ernest James, Gricelda E. James, Mark Steven Jardim, Amy 
Nicole Jarret, Muhammadou Jawara, Francois Jean-Pierre, Maxima Jean-Pierre, Paul Edward Jeffers, John Charles Jenkins, Joseph Jenkins, Jr., Alan Keith Jensen, Prem Nath Jerath, Farah Jeudy, Hweidar Jian, Eliezer Jimenez, Jr., Luis Jimenez, Jr., Charles 
Gregory John, Nicholas John, Dennis M. Johnson, LaShawna Johnson, Scott Michael Johnson, William R. Johnston, Allison Horstmann Jones, Arthur Joseph Jones III, Brian Leander Jones, Charles Edward Jones, Christopher D. Jones, Donald T. Jones II, Donald 
W. Jones, Judith Lawter Jones, Linda Jones, Mary S. Jones, Andrew Brian Jordan, Sr., Robert Thomas Jordan, Albert Gunnis Joseph, Ingeborg Joseph, Karl Henry Joseph, Stephen Joseph, Jane Eileen Josiah, Anthony Jovic, Angel L. Juarbe, Jr., Karen Sue Juday, 
Ann C. Judge, Mychal F. Judge, Paul William Jurgens, Thomas Edward Jurgens, Shashikiran Lakshmikantha Kadaba, Gavkharoy Kamardinova, Shari Kandell, Howard Lee Kane, Jennifer Lynn Kane, Vincent D. Kane, Joon Koo Kang, Sheldon Robert Kanter, 
Deborah H. Kaplan, Robin Lynne Kaplan, Alvin Peter Kappelmann, Jr., Charles H. Karczewski, William A. Karnes, Douglas Gene Karpiloff, Charles L. Kasper, Andrew K. Kates, John A. Katsimatides, Robert Michael Kaulfers, Don Jerome Kauth, Jr., Hideya 
Kawauchi, Edward T. Keane, Richard M. Keane, Lisa Yvonne Kearney-Griffin, Karol Ann Keasler, Barbara A. Keating, Paul Hanlon Keating, Leo Russell Keene III, Brenda Kegler, Chandler Raymond Keller, Joseph John Keller, Peter R. Kellerman, Joseph P. 
Kellett, Frederick H. Kelley III, James Joseph Kelly, Joseph A. Kelly, Maurice P. Kelly, Richard John Kelly, Jr., Thomas Michael Kelly, Thomas Richard Kelly, Thomas W. Kelly, Timothy Colin Kelly, William Hill Kelly, Jr., Robert Clinton Kennedy, Thomas J. Kennedy, 
Yvonne E. Kennedy, John Richard Keohane, Ralph Francis Kershaw, Ronald T. Kerwin, Howard L. Kestenbaum, Douglas D. Ketcham, Ruth Ellen Ketler, Boris Khalif, Norma Cruz Khan, Sarah Khan, Taimour Firaz Khan, Rajesh Khandelwal, SeiLai Khoo, 
Michael Vernon Kiefer, Satoshi Kikuchihara, Andrew Jay-Hoon Kim, Lawrence Don Kim, Mary Jo Kimelman, Heinrich Kimmig, Karen Ann Kincaid, Amy R. King, Andrew M. King, Lucille Teresa King, Robert King, Jr., Lisa King-Johnson, Brian K. Kinney, Takashi 
Kinoshita, Chris Michael Kirby, Robert Kirkpatrick, Howard Barry Kirschbaum, Glenn Davis Kirwin, Helen Crossin Kittle, Richard Joseph Klares, Peter Anton Klein, Alan David Kleinberg, Karen Joyce Klitzman, Ronald Philip Kloepfer, Stephen A. Knapp, Eugueni 
Kniazev, Andrew James Knox, Thomas Patrick Knox, Rebecca Lee Koborie, Deborah A. Kobus, Gary Edward Koecheler, Frank J. Koestner, Ryan Kohart, Vanessa Lynn Przybylo Kolpak, Irina Kolpakova, Suzanne Rose Kondratenko, Abdoulaye Koné, Bon Seok 
Koo, Dorota Kopiczko, Scott Michael Kopytko, Bojan George Kostic, Danielle Kousoulis, David P. Kovalcin, John J. Kren, William Edward Krukowski, Lyudmila Ksido, Toshiya Kuge, Shekhar Kumar, Kenneth Bruce Kumpel, Frederick Kuo, Jr., Patricia A. Kuras, 
Nauka Kushitani, Thomas Joseph Kuveikis, Victor Kwarkye, Raymond Kui Fai Kwok, Angela Reed Kyte, Andrew La Corte, Carol Ann La Plante, Jeffrey G. La Touche, Kathryn L. LaBorie, Amarnauth Lachhman, Ganesh K. Ladkat, James Patrick Ladley, Joseph 
A. Lafalce, Jeanette Louise Lafond-Menichino, David James LaForge, Michael Patrick LaForte, Alan Charles LaFrance, Juan Mendez Lafuente, Neil Kwong-Wah Lai, Vincent Anthony Laieta, William David Lake, Franco Lalama, Chow Kwan Lam, Michael S. 
Lamana, Stephen LaMantia, Amy Hope Lamonsoff, Robert T. Lane, Brendan Mark Lang, Rosanne P. Lang, Vanessa Lang Langer, Mary Lou Langley, Peter J. Langone, Thomas Michael Langone, Michele Bernadette Lanza, Ruth Sheila Lapin, Ingeborg A.D. 
Lariby, Robin Blair Larkey, Judith Camilla Larocque, Christopher Randall Larrabee, Hamidou S. Larry, Scott Larsen, John Adam Larson, Natalie Janis Lasden, Gary Edward Lasko, Nicholas Craig Lassman, Paul Laszczynski, Charles A. Laurencin, Stephen 
James Lauria, Maria LaVache, Denis Francis Lavelle, Jeannine Mary LaVerde, Anna A. Laverty, Steven Lawn, Robert A. Lawrence, Jr., Nathaniel Lawson, David W. Laychak, Eugen Gabriel Lazar, James Patrick Leahy, Joseph Gerard Leavey, Neil J. Leavy, Robert 
G. LeBlanc, Leon Lebor, Kenneth Charles Ledee, Alan J. Lederman, Elena F. Ledesma, Alexis Leduc, Daniel John Lee, David S. Lee, Dong Chul Lee, Gary H. Lee, Hyun Joon Lee, Juanita Lee, Kathryn Blair Lee, Linda C. Lee, Lorraine Mary Greene Lee, Myoung 
Woo Lee, Richard Y.C. Lee, Stuart Soo-Jin Lee, Yang Der Lee, Stephen Paul Lefkowitz, Adriana Legro, Edward Joseph Lehman, Eric Lehrfeld, David R. Leistman, David Prudencio Lemagne, Joseph Anthony Lenihan, John Joseph Lennon, Jr., John Robinson 
Lenoir, Jorge Luis León, Sr., Matthew G. Leonard, Michael Lepore, Charles A. Lesperance, Jeff LeVeen, John Dennis Levi, Alisha Caren Levin, Neil David Levin, Robert Levine, Robert Michael Levine, Shai Levinhar, Daniel M. Lewin, Adam Jay Lewis, Jennifer 
Lewis, Kenneth E. Lewis, Margaret Susan Lewis, Ye Wei Liang, Orasri Liangthanasarn, Daniel F. Libretti, Ralph Michael Licciardi, Edward Lichtschein, Samantha L. Lightbourn-Allen, Steven Barry Lillianthal, Carlos R. Lillo, Craig Damian Lilore, Arnold Arboleda 
Lim, Darya Lin, Wei Rong Lin, Nickie L. Lindo, Thomas V. Linehan, Jr., Robert Thomas Linnane, Alan Patrick Linton, Jr., Diane Theresa Lipari, Kenneth P. Lira Arévalo, Francisco Alberto Liriano, Lorraine Lisi, Paul Lisson, Vincent M. Litto, Ming-Hao Liu, Nancy 

We Will Never Forget 
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DHS rose from the ashes of the tragic events of September 11th , 2001, to safeguard the 

American people, our homeland, and our values.  As we observe the 20th anniversary 

of 9/11, we honor the victims who perished that day. 

Liz, Harold Lizcano, Martin Lizzul, George A. Llanes, Elizabeth C. Logler, Catherine Lisa Loguidice, Jérôme Robert Lohez, Michael William Lomax, Stephen V. Long, Laura Maria Longing, Salvatore P. Lopes, Daniel Lopez, George Lopez, Luis Manuel Lopez, 
Maclovio Lopez, Jr., Manuel L. Lopez, Joseph Lostrangio, Chet Dek Louie, Stuart Seid Louis, Joseph Lovero, Sara Elizabeth Low, Jenny Seu Kueng Low Wong, Michael W. Lowe, Garry W. Lozier, John P. Lozowsky, Charles Peter Lucania, Edward Hobbs Luckett 
II, Mark Gavin Ludvigsen, Lee Charles Ludwig, Sean Thomas Lugano, Daniel Lugo, Marie Lukas, William Lum, Jr., Michael P. Lunden, Christopher E. Lunder, Anthony Luparello, Gary Frederick Lutnick, Linda Anne Luzzicone, Alexander Lygin, CeeCee Lyles, 
Farrell Peter Lynch, James Francis Lynch, James T. Lynch, Jr., Louise A. Lynch, Michael Cameron Lynch, Michael Francis Lynch, Michael Francis Lynch, Richard D. Lynch, Jr., Robert Henry Lynch, Jr., Sean P. Lynch, Sean Patrick Lynch, Terence M. Lynch, 
Michael J. Lyons, Monica Anne Lyons, Nehamon Lyons IV, Patrick John Lyons, Robert Francis Mace, Marianne MacFarlane, Jan Maciejewski, Susan A. Mackay, William Macko, Catherine Fairfax MacRae, Richard Blaine Madden, Simon Maddison, Noell C. 
Maerz, Jennieann Maffeo, Joseph Maffeo, Jay Robert Magazine, Brian Magee, Charles W. Magee, Joseph V. Maggitti, Ronald Magnuson, Daniel L. Maher, Thomas A. Mahon, William J. Mahoney, Joseph Daniel Maio, Linda C. Mair-Grayling, Takashi Makimoto, 
Abdu Ali Malahi, Debora I. Maldonado, Myrna T. Maldonado-Agosto, Alfred Russell Maler, Gregory James Malone, Edward Francis Maloney III, Joseph E. Maloney, Gene Edward Maloy, Christian H. Maltby, Francisco Miguel Mancini, Joseph Mangano, Sara 
Elizabeth Manley, Debra M. Mannetta, Marion Victoria Manning, Terence John Manning, James Maounis, Alfred Gilles Padre Joseph Marchand, Joseph Ross Marchbanks, Jr., Laura A. Marchese, Hilda Marcin, Peter Edward Mardikian, Edward Joseph 
Mardovich, Charles Joseph Margiotta, Louis Neil Mariani, Kenneth Joseph Marino, Lester V. Marino, Vita Marino, Kevin D. Marlo, Jose Juan Marrero, John Daniel Marshall, Shelley A. Marshall, James Martello, Michael A. Marti, Karen Ann Martin, Peter C. 
Martin, Teresa M. Martin, William J. Martin, Jr., Brian E. Martineau, Betsy Martinez, Edward J. Martinez, Jose Angel Martinez, Jr., Robert Gabriel Martinez, Waleska Martinez, Lizie D. Martinez-Calderon, Paul Richard Martini, Anne Marie Martino-Cramer, Joseph 
A. Mascali, Bernard Mascarenhas, Stephen Frank Masi, Ada L. Mason-Acker, Nicholas George Massa, Michael Massaroli, Philip William Mastrandrea, Jr., Rudy Mastrocinque, Joseph Mathai, Charles William Mathers, William A. Mathesen, Marcello Matricciano, 
Margaret Elaine Mattic, Dean E. Mattson, Robert D. Mattson, Walter A. Matuza, Jr., Timothy J. Maude, Jill Maurer-Campbell, Charles A. Mauro, Jr., Charles J. Mauro, Dorothy Mauro, Nancy T. Mauro, Robert J. Maxwell, Renée A. May, Tyrone May, Keithroy 
Marcellus Maynard, Robert J. Mayo, Kathy N. Mazza, Edward Mazzella, Jr., Jennifer Lynn Mazzotta, Kaaria Mbaya, James Joseph McAlary, Jr., Brian Gerard McAleese, Patricia Ann McAneney, ,Colin R. McArthur, John Kevin McAvoy, Kenneth M. McBrayer, 
Brendan F. McCabe, Michael McCabe, Thomas Joseph McCann, Justin McCarthy, Kevin M. McCarthy, Michael Desmond McCarthy, Robert G. McCarthy, Stanley McCaskill, Katie Marie McCloskey, Juliana Valentine McCourt, Ruth Magdaline McCourt, Charles 
Austin McCrann, Tonyell F. McDay, Matthew T. McDermott, Joseph P. McDonald, Brian Grady McDonnell, Michael P. McDonnell, John F. McDowell, Jr., Eamon J. McEneaney, John Thomas McErlean, Jr., Daniel Francis McGinley, Mark Ryan McGinly, William 
E. McGinn, Thomas Henry McGinnis, Michael Gregory McGinty, Ann Walsh McGovern, Scott Martin McGovern, William J. McGovern, Stacey Sennas McGowan, Francis Noel McGuinn, Thomas F. McGuinness, Jr., Patrick J. McGuire, Thomas M. McHale, Keith 
David McHeffey, Ann M. McHugh, Denis J. McHugh III, Dennis P. McHugh, Michael Edward McHugh, Jr., Robert G. McIlvaine, Donald James McIntyre, Stephanie Marie McKenna, Molly L. McKenzie, Barry J. McKeon, Evelyn C. McKinnedy, Darryl Leron McKinney, 
George Patrick McLaughlin, Jr., Robert C. McLaughlin, Jr., Gavin McMahon, Robert D. McMahon, Edmund M. McNally, Daniel Walker McNeal, Walter Arthur McNeil, Christine Sheila McNulty, Sean Peter McNulty, Robert William McPadden, Terence A. McShane, 
Timothy Patrick McSweeney, Martin E. McWilliams, Rocco A. Medaglia, Abigail Medina, Ana Iris Medina, Damian Meehan, William J. Meehan, Jr., Alok Kumar Mehta, Raymond Meisenheimer, Manuel Emilio Mejia, Eskedar Melaku, Antonio Melendez, Mary P. 
Melendez, Christopher D. Mello, Yelena Melnichenko, Stuart Todd Meltzer, Diarelia Jovanah Mena, Dora Marie Menchaca, Charles R. Mendez, Lizette Mendoza, Shevonne Olicia Mentis, Wolfgang Peter Menzel, Steve John Mercado, Wilfredo Mercado, Wesley 
Mercer, Ralph Joseph Mercurio, Alan Harvey Merdinger, George L. Merino, Yamel Josefina Merino, George Merkouris, Deborah Merrick, Raymond Joseph Metz III, Jill Ann Metzler, David Robert Meyer, Nurul H. Miah, William Edward Micciulli, Martin Paul 
Michelstein, Patricia E. Mickley, Ronald D. Milam, Peter Teague Milano, Gregory Milanowycz, Lukasz Tomasz Milewski, Sharon Christina Millan, Corey Peter Miller, Craig J. Miller, Douglas C. Miller, Henry Alfred Miller, Jr., Joel Miller, Michael Matthew Miller, 
Nicole Carol Miller, Philip D. Miller, Robert Alan Miller, Robert Cromwell Miller, Jr., Benny Millman, Charles M. Mills, Jr., Ronald Keith Milstein, Robert J. Minara, William George Minardi, Louis Joseph Minervino, Thomas Mingione, Wilbert Miraille, Domenick N. 
Mircovich, Rajesh Arjan Mirpuri, Joseph D. Mistrulli, Susan J. Miszkowicz, Paul Thomas Mitchell, Richard P. Miuccio, Jeffrey Peter Mladenik, Frank V. Moccia, Sr., Louis Joseph Modafferi, Boyie Mohammed, Dennis Mojica, Manuel D. Mojica, Jr., Kleber Rolando 
Molina, Manuel De Jesus Molina, Carl Molinaro, Justin John Molisani, Jr., Brian Patrick Monaghan, Franklyn Monahan, John Gerard Monahan, Kristen Leigh Montanaro, Craig Montano, Michael G. Montesi, Carlos Alberto Montoya, Antonio De Jesus Montoya 
Valdes, Cheryl Ann Monyak, Thomas Carlo Moody, Sharon Moore, Krishna V. Moorthy, Abner Morales, Carlos Manuel Morales, Paula E. Morales, Sonia Mercedes Morales Puopolo, Gerard P. Moran, Jr., John Christopher Moran, John Michael Moran, Kathleen 
Moran, Lindsay Stapleton Morehouse, George William Morell, Steven P. Morello, Vincent S. Morello, Yvette Nicole Moreno, Dorothy Morgan, Richard J. Morgan, Nancy Morgenstern, Sanae Mori, Blanca Robertina Morocho, Leonel Geronimo Morocho, Dennis 
Gerard Moroney, Lynne Irene Morris, Odessa V. Morris, Seth Allan Morris, Steve Morris, Christopher Martel Morrison, Ferdinand V. Morrone, William David Moskal, Brian A. Moss, Marco Motroni, Cynthia Motus-Wilson, Iouri A. Mouchinski, Jude Joseph Moussa, 
Peter Moutos, Damion O'Neil Mowatt, Teddington H. Moy, Christopher Michael Mozzillo, Stephen Vincent Mulderry, Richard T. Muldowney, Jr., Michael D. Mullan, Dennis Michael Mulligan, Peter James Mulligan, Michael Joseph Mullin, James Donald Munhall, 
Nancy Muñiz, Francisco Heladio Munoz, Carlos Mario Muñoz, Theresa Munson, Robert Michael Murach, Cesar Augusto Murillo, Marc A. Murolo, Brian Joseph Murphy, Charles Anthony Murphy, Christopher W. Murphy, Edward Charles Murphy, James F. Murphy 
IV, James Thomas Murphy, Kevin James Murphy, Patrick Jude Murphy, Patrick Sean Murphy, Raymond E. Murphy, Robert Eddie Murphy, Jr., Mary Catherine Murphy-Boffa, John Joseph Murray, John Joseph Murray, Susan D. Murray, Valerie Victoria Murray, 
Richard Todd Myhre, Louis J. Nacke II, Robert B. Nagel, Mildred Rose Naiman, Takuya Nakamura, Alexander John Robert Napier, Frank Joseph Naples III, John Philip Napolitano, Catherine Ann Nardella, Mario Nardone, Jr., Manika K. Narula, Shawn M. 
Nassaney, Narender Nath, Karen Susan Navarro, Joseph M. Navas, Francis Joseph Nazario, Glenroy I. Neblett, Rayman Marcus Neblett, Jerome O. Nedd, Laurence F. Nedell, Luke G. Nee, Pete Negron, Laurie Ann Neira, Ann N. Nelson, David William Nelson, 
Ginger Risco Nelson, James A. Nelson, Michele Ann Nelson, Peter Allen Nelson, Oscar Francis Nesbitt, Gerard Terence Nevins, Renee Tetreault Newell, Christopher C. Newton, Christopher Newton-Carter, Nancy Yuen Ngo, Khang Ngoc Nguyen, Jody Tepedino 
Nichilo, Kathleen Ann Nicosia, Martin Stewart Niederer, Alfonse Joseph Niedermeyer, Frank John Niestadt, Jr., Gloria Nieves, Juan Nieves, Jr., Troy Edward Nilsen, Paul Nimbley, John Ballantine Niven, Katherine McGarry Noack, Curtis Terrance Noel, Michael 
A. Noeth, Daniel R. Nolan, Robert Walter Noonan, Jacqueline June Norton, Robert Grant Norton, Daniela Rosalia Notaro, Brian Christopher Novotny, Soichi Numata, Brian Nunez, Jose Nunez, Jeffrey Roger Nussbaum, Dennis Patrick O'Berg, James P. O'Brien, 
Jr., Michael P. O'Brien, Scott J. O'Brien, Timothy Michael O'Brien, Daniel O'Callaghan, Dennis James O'Connor, Jr., Diana J. O'Connor, Keith Kevin O'Connor, Richard J. O'Connor, Amy O'Doherty, Marni Pont O'Doherty, James Andrew O'Grady, Thomas G. O'Hagan, 
Patrick J. O'Keefe, William O'Keefe, Gerald Thomas O'Leary, Matthew Timothy O'Mahony, John P. O'Neill, Peter J. O'Neill, Jr., Sean Gordon Corbett O'Neill, Kevin M. O'Rourke, Patrick J. O'Shea, Robert William O'Shea, Timothy Franklin O'Sullivan, James A. 
Oakley, Douglas E. Oelschlager, Takashi Ogawa, Albert Ogletree,Philip Paul Ognibene, John A. Ogonowski, Joseph J. Ogren, Samuel Oitice, Gerald Michael Olcott, Christine Anne Olender, Linda Mary Oliva, Edward K. Oliver, Leah Elizabeth Oliver, Eric Taube 
Olsen, Jeffrey James Olsen, Barbara K. Olson, Maureen Lyons Olson, Steven John Olson, Toshihiro Onda, Seamus L. Oneal, Betty Ann Ong, Michael C. Opperman, Christopher T. Orgielewicz, Margaret Quinn Orloske, Virginia Anne Ormiston, Ruben S. Ornedo, 
Ronald Orsini, Peter Keith Ortale, Juan Ortega-Campos, Jane Marie Orth, Alexander Ortiz, David Ortiz, Emilio Pete Ortiz, Pablo Ortiz, Paul Ortiz, Jr., Sonia Ortiz, Masaru Ose, Elsy Carolina Osorio Oliva, James R. Ostrowski, Jason Douglas Oswald, Michael John 
Otten, Isidro D. Ottenwalder, Michael Chung Ou, Todd Joseph Ouida, Jesus Ovalles, Peter J. Owens, Jr., Adianes Oyola, Angel M. Pabon, Jr., Israel Pabon, Jr., Roland Pacheco, Michael Benjamin Packer, Diana B. Padro, Deepa Pakkala, Jeffrey Matthew Palazzo, 
Thomas Palazzo, Richard A. Palazzolo, Orio Joseph Palmer, Frank Anthony Palombo, Alan N. Palumbo, Christopher Matthew Panatier, Dominique Lisa Pandolfo, Jonas Martin Panik, Paul J. Pansini, John M. Paolillo, Edward Joseph Papa, Salvatore T. Papasso, 
James Nicholas Pappageorge, Marie Pappalardo, Vinod Kumar Parakat, Vijayashanker Paramsothy, Nitin Ramesh Parandkar, Hardai Parbhu, James Wendell Parham, Debra Marie Paris, George Paris, Gye Hyong Park, Philip Lacey Parker, Michael Alaine 
Parkes, Robert E. Parks, Jr., Hashmukh C. Parmar, Robert Parro, Diane Marie Parsons, Leobardo Lopez Pascual, Michael J. Pascuma, Jr., Jerrold Hughes Paskins, Horace Robert Passananti, Suzanne H. Passaro, Avnish Ramanbhai Patel, Dipti Patel, Manish 
Patel, Steven Bennett Paterson, James Matthew Patrick, Manuel D. Patrocino, Bernard E. Patterson, Clifford L. Patterson, Jr., Cira Marie Patti, Robert E. Pattison, James Robert Paul, Patrice Paz, Victor Hugo Paz, Stacey Lynn Peak, Richard Allen Pearlman, 
Durrell V. Pearsall, Jr., Thomas Nicholas Pecorelli, Thomas Pedicini, Todd Douglas Pelino, Mike Adrian Pelletier, Anthony G. Peluso, Angel R. Pena, Robert Penninger, Richard Al Penny.Salvatore F. Pepe, Carl Allen B. Peralta, Robert David Peraza, Jon A. 
Perconti, Jr., Alejo Perez, Angel Perez, Jr., Angela Susan Perez, Anthony Perez, Ivan Antonio Perez, Nancy E. Perez, Berry Berenson Perkins, Joseph John Perroncino, Edward J. Perrotta, Emelda H. Perry, Glenn C. Perry, Sr., John William Perry, Franklin Allan 
Pershep, Danny Pesce, Michael John Pescherine, Davin N. Peterson, Donald Arthur Peterson, Jean Hoadley Peterson, William Russell Peterson, Mark James Petrocelli, Philip Scott Petti, Glen Kerrin Pettit, Dominick A. Pezzulo, Kaleen Elizabeth Pezzuti, Kevin 
J. Pfeifer, Tu-Anh Pham, Kenneth John Phelan, Sr., Sneha Anne Philip, Eugenia McCann Piantieri, Ludwig John Picarro, Matthew Picerno, Joseph O. Pick, Christopher J. Pickford, Dennis J. Pierce, Bernard Pietronico, Nicholas P. Pietrunti, Theodoros Pigis, 
Susan Elizabeth Pinto, Joseph Piskadlo, Christopher Todd Pitman, Joshua Michael Piver, Robert R. Ploger III, Zandra F. Ploger, Joseph Plumitallo, John M. Pocher, William Howard Pohlmann, Laurence Michael Polatsch, Thomas H. Polhemus, Steve Pollicino, 
Susan M. Pollio, Darin H. Pontell, Joshua Iosua Poptean, Giovanna Porras, Anthony Portillo, James Edward Potorti, Daphne Pouletsos, Richard N. Poulos, Stephen Emanual Poulos, Brandon Jerome Powell, Scott Alan Powell, Shawn Edward Powell, Antonio 
Dorsey Pratt, Gregory M. Preziose, Wanda Ivelisse Prince, Vincent A. Princiotta, Kevin M. Prior, Everett Martin Proctor III, Carrie Beth Progen, David Lee Pruim, Richard A. Prunty, John Foster Puckett, Robert David Pugliese, Edward F. Pullis, Patricia Ann Puma, 
Jack D. Punches, Hemanth Kumar Puttur, Joseph J. Pycior, Jr., Edward R. Pykon, Christopher Quackenbush, Lars Peter Qualben, Lincoln Quappé, Beth Ann Quigley, Patrick J. Quigley IV, Michael T. Quilty, James Francis Quinn, Ricardo J. Quinn, Carol Millicent 
Rabalais, Christopher Peter Anthony Racaniello, Leonard J. Ragaglia, Eugene J. Raggio, Laura Marie Ragonese-Snik, Michael Paul Ragusa, Peter Frank Raimondi, Harry A. Raines, Lisa J. Raines, Ehtesham Raja, Valsa Raju, Edward J. Rall, Lukas Rambousek, 
Maria Ramirez, Harry Ramos, Vishnoo Ramsaroop, Deborah A. Ramsaur, Lorenzo E. Ramzey, Alfred Todd Rancke, Adam David Rand, Jonathan C. Randall, Shreyas S. Ranganath, Anne T. Ransom, Faina Rapoport, Rhonda Sue Rasmussen, Robert A. 
Rasmussen, Amenia Rasool, R. Mark Rasweiler, Marsha D. Ratchford, David Alan James Rathkey, William Ralph Raub, Gerard F. Rauzi, Alexey Razuvaev, Gregory Reda, Sarah Anne Redheffer, Michele Marie Reed, Judith Ann Reese, Donald J. Regan, Robert 
M. Regan, Thomas Michael Regan, Christian Michael Otto Regenhard, Howard Reich, Gregg Reidy, James Brian Reilly, Kevin O. Reilly, Timothy E. Reilly, Joseph Reina, Jr., Thomas Barnes Reinig, Frank Bennett Reisman, Joshua Scott Reiss, Karen Renda, John 
Armand Reo, Richard Cyril Rescorla, John Thomas Resta, Sylvia San Pio Resta, Martha M. Reszke, David E. Retik, Todd H. Reuben, Luis Clodoaldo Revilla Mier, Eduvigis Reyes, Jr., Bruce Albert Reynolds, John Frederick Rhodes, Francis Saverio Riccardelli, 
Rudolph N. Riccio, Ann Marie Riccoboni, David Harlow Rice, Eileen Mary Rice, Kenneth Frederick Rice III, CeCelia E. Richard, Vernon Allan Richard, Claude Daniel Richards, Gregory David Richards, Michael Richards, Venesha Orintia Richards, Jimmy Riches, 
Alan Jay Richman, John M. Rigo, Frederick Charles Rimmele III, Rose Mary Riso, Moises N. Rivas, Joseph R. Rivelli, Jr., Carmen Alicia Rivera, Isaias Rivera, Juan William Rivera, Linda Ivelisse Rivera, David E. Rivers, Joseph R. Riverso, Paul V. Rizza, John Frank 
Rizzo, Stephen Louis Roach, Joseph Roberto, Leo Arthur Roberts, Michael E. Roberts, Michael Edward Roberts, Donald Walter Robertson, Jr., Jeffrey Robinson, Michell Lee Jean Robotham, Donald Arthur Robson, Antonio A. Rocha, Raymond James Rocha, 
Laura Rockefeller, John Michael Rodak, Antonio José Rodrigues, Anthony Rodriguez, Carmen Milagros Rodriguez, Gregory E. Rodriguez, Marsha A. Rodriguez, Mayra Valdes Rodriguez, Richard Rodriguez, David Bartolo Rodriguez-Vargas, Matthew Rogan, Jean 
Destrehan Rogér, Karlie Rogers, Scott William Rohner, Keith Michael Roma, Joseph M. Romagnolo, Efrain Romero, Sr., Elvin Romero, James A. Romito, Sean Paul Rooney, Eric Thomas Ropiteau, Aida Rosario, Angela Rosario, Mark H. Rosen, Brooke David 
Rosenbaum, Linda Rosenbaum, Sheryl Lynn Rosenbaum, Lloyd Daniel Rosenberg, Mark Louis Rosenberg, Andrew Ira Rosenblum, Joshua M. Rosenblum, Joshua Alan Rosenthal, Richard David Rosenthal, Philip Martin Rosenzweig, Daniel Rosetti, Richard 
Barry Ross, Norman S. Rossinow, Nicholas P. Rossomando, Michael Craig Rothberg, Donna Marie Rothenberg, Mark David Rothenberg, James Michael Roux, Nicholas Charles Alexander Rowe, Edward V. Rowenhorst, Judy Rowlett, Timothy Alan Roy, Sr., Paul 
G. Ruback, Ronald J. Ruben, Joanne Rubino, David M. Ruddle, Bart Joseph Ruggiere, Susan A. Ruggiero, Adam Keith Ruhalter, Gilbert Ruiz, Robert E. Russell, Stephen P. Russell, Steven Harris Russin, Michael Thomas Russo, Sr., Wayne Alan Russo, William 
R. Ruth, Edward Ryan, John Joseph Ryan, Jonathan Stephan Ryan, Matthew L. Ryan, Tatiana Ryjova, Christina Sunga Ryook, Thierry Saada, Jason Elazar Sabbag, Thomas E. Sabella, Scott H. Saber, Charles E. Sabin, Sr., Joseph Francis Sacerdote, Jessica 
Leigh Sachs, Francis John Sadocha, Jude Elias Safi, Brock Joel Safronoff, Edward Saiya, John Patrick Salamone, Marjorie C. Salamone, Hernando Rafael Salas, Juan G. Salas, Esmerlin Antonio Salcedo, John Pepe Salerno, Rahma Salie, Richard L. Salinardi, 
Jr., Wayne John Saloman, Nolbert Salomon, Catherine Patricia Salter, Frank G. Salvaterra, Paul Richard Salvio, Samuel Robert Salvo, Jr., Carlos Alberto Samaniego, John P. Sammartino, James Kenneth Samuel, Jr., Michael San Phillip, Hugo M. Sanay, Alva 
Cynthia Jeffries Sanchez, Jacquelyn Patrice Sanchez, Jesus Sanchez, Raymond Sanchez, Eric M. Sand, Stacey Leigh Sanders, Herman S. Sandler, Jim Sands, Jr., Ayleen J. Santiago, Kirsten Reese Santiago, Maria Theresa Concepcion Santillan, Susan Gayle 
Santo, Christopher A. Santora, John August Santore, Mario L. Santoro, Rafael Humberto Santos, Rufino C.F. Santos III, Victor J. Saracini, Kalyan K. Sarkar, Chapelle Renee Stewart Sarker, Paul F. Sarle, Deepika Kumar Sattaluri, Gregory Thomas Saucedo, 
Susan M. Sauer, Anthony Savas, Vladimir Savinkin, John Michael Sbarbaro, David M. Scales, Robert Louis Scandole, Michelle Scarpitta, Dennis Scauso, John Albert Schardt, John G. Scharf, Fred C. Scheffold, Jr., Angela Susan Scheinberg, Scott Mitchell 
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DHS Components 
DHS’s Operational Components (shaded in blue) lead the Department’s operational 
activities to protect our Nation.  The DHS Support Components (shaded in green) provide 
mission support and business support activities to ensure the operational organizations 
have what they need to accomplish the DHS mission. Click on the Component links to 
find out more about DHS and the Components that execute and support the mission. For 
the most up to date information on the Department’s structure and leadership, visit our 
website at http://www.dhs.gov/organization. 

Operational Components 
CBP – U.S. Customs and Border Protection 

CISA – Cybersecurity and Infrastructure Security Agency 
FEMA – Federal Emergency Management Agency 

ICE – U.S. Immigration and Customs Enforcement 
TSA – Transportation Security Administration 

USCG – U.S. Coast Guard 
USCIS – U.S. Citizenship and Immigration Services 

USSS – U.S. Secret Service 

Support Components 
CWMD – Countering Weapons of Mass Destruction Office 

FLETC – Federal Law Enforcement Training Centers 
I&A – Office of Intelligence and Analysis 

MGMT - Management Directorate 
OIG – Office of Inspector General 

OPS – Office of Operations Coordination 
S&T – Science and Technology Directorate 

DHS has multiple social media platforms that allow citizens to keep informed about 
homeland security issues and activities the Department is taking to make America safe. 
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With honor and integrity, we will safeguard the American people, our homeland, and our values. 

http://www.dhs.gov/organization
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FY 2014 Agency Financial Report

In May 2021, DHS received its eighth consecutive Certificate of Excellence in Accountability 
Reporting (CEAR) from the Association of Government Accountants (AGA) for its Fiscal Year 
(FY) 2020 Agency Financial Report. The CEAR Program was established by the AGA, in 
conjunction with the Chief Financial Officers Council and the Office of Management and 
Budget, to further performance and accountability reporting. 

In addition to the coveted CEAR award, DHS was presented with a Best-in-Class Award for 
Excellent Presentation of Performance Results in an Agency Financial Report. This is the 
second time DHS has been awarded this Best-in-Class Award. 

AGA is an association for professionals that work in the areas of financial management, 
accounting, auditing, IT, budgeting, policy, grants management, performance management, 
and other business operations areas to help government work more efficiently and 
effectively. 

https://www.agacgfm.org/Standards-Guidance/CEAR/FY20-Awardees.aspx
https://www.agacgfm.org/home.aspx
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Message from the SecretaryThe Department of Homeland Security (DHS) Agency Financial Report for 
FY 2021 presents the Department’s detailed financial information 
relative to our mission and the stewardship of those resources entrusted 
to us. It also highlights the Department’s priorities, strengths, and 
challenges in implementing programs to enhance the safety and security 
of our Nation. For FY 2021, the Department’s Performance and 
Accountability Reports consist of the following three reports: 

• DHS Agency Financial Report | Publication date: November 12, 
2021. 

• DHS Annual Performance Report | Publication date: February 7, 
2022. The DHS Annual Performance Report is submitted with the 
Department’s Congressional Budget Justification. 

• DHS Report to our Citizens (Summary of Performance and Financial 
Information) | Publication date: February 15, 2022. 

When published, all three reports will be located on our website at: 
http://www.dhs.gov/performance-accountability. 

http://www.dhs.gov/performance-accountability
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Message from the Secretary 
November 12, 2021 

I am pleased to present the Department of Homeland Security’s (DHS)

Agency Financial Report for Fiscal Year 2021. This report provides a 
detailed assessment of the Department’s financial status and

demonstrates how the resources entrusted to us were used to support 
our homeland security mission. 
Our mission statement - with honor and integrity, we will safeguard the 
American people, our homeland, and our values - is a constant 
reminder of our call to service. This year, we commemorated the 20th

anniversary of the 9/11 terrorist attacks and remembered the victims, 
their families, and the heroes of that tragic day, some of whom made 

the ultimate sacrifice to save others. From the first responders who quickly organized rescue 
operations at Ground Zero, to local citizens banding together to provide relief, America 
unified in response to the attack that had tried to tear it apart. 
Today, our Nation faces a range of diverse threats and challenges, and the Department is 
addressing them head on. DHS plays a leading role in battling the pandemic, securing the 
border and implementing our immigration laws, strengthening the Nation’s cybersecurity, 

preventing violent acts of domestic extremism, building greater resilience and preparedness 
as the effects of climate change prove increasingly dramatic, welcoming our Afghan allies 
through our role as Lead Federal Agency coordinating Operation Allies Welcome, and so 
much more. Now the third largest department in the Federal Government, DHS was forged 
from more than 20 agencies and offices in response to the 9/11 attacks. And, while each 
agency of DHS has its own distinct history and traditions we share the same values and the 
same mission. 
As Secretary, I have seen firsthand how the women and men of DHS steadfastly serve the 
Nation.  Our commitment to service and the American public is unwavering. The information 
in the Department’s performance and accountability reports is complete and reliable, except 
as otherwise reported in our Annual Performance Report. DHS’s performance and 

accountability reports for this and previous years are available on our public website: 
http://www.dhs.gov/performance-accountability. 
The Department’s workforce continues to excel at safeguarding our assets, our Nation, and 

our values. We have much more to do, and we will succeed because of the immeasurable 
dedication and talent of the DHS workforce. 
I am privileged to support our mission and those who enable it, and I am proud of what we 
have achieved. 
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Management’s Discussion and Analysis

2 FY 2021 Agency Financial Report- -

The Management’s Discussion and Analysis is required supplementary 
information to the financial statements and provides a high level overview of DHS. 
The Our Organization section displays the Department’s organization with links to 
the Department’s Components. 
The Our Strategic Plan section displays the Department’s mission, goals and 
objectives. 
The Performance Overview section provides a summary of progress for each of 
our Components, selected accomplishments, key performance measures, and 
future initiatives to strengthen the Department’s efforts in achieving a safer and 
more secure Nation. 
The Financial Overview section provides a summary of DHS’s financial data 
explaining the major sources and uses of funds and provides a quick look at our 
Balance Sheets, Statements of Net Cost, Statements of Changes in Net Position, 
Statements of Budgetary Resources, and Statements of Custodial Activity. 
The Secretary’s Assurance Statement section provides the Secretary’s Assurance 
Statement related to the Federal Managers’ Financial Integrity Act, the Federal 
Financial Management Improvement Act, and the Department of Homeland 
Security Financial Accountability Act.  This section also describes the 
Department’s efforts to address our financial management systems to ensure 
systems comply with applicable accounting principles, standards, requirements, 
and with internal control standards. 

Management’s Discussion and Analysis …………………………. 1 
Our Organization ……………………………..………………………………………………………………. 3 

Our Strategic Plan ……………………………………………………………………………………………….. 5 

Performance Overview ……………………………………………………………………………………….. 6 

Financial Overview …………………………………………………………………………………………... 32 

Secretary’s Assurance Statement …………………………………………………………………….. 39 



 

     

   
     

          
       

      
   

    

 
 

 

 

 

 

   

 

 

 
 

 

 

 

  

  

 

  
 

 

 

 

  

 

 

 
 

 

 

 

 

Management’s Discussion and Analysis 

Our Organization 
The Department of Homeland Security has a vital mission: to secure the Nation from the many 
threats we face. This requires the dedication of more than 240,000 employees in jobs that range 
from aviation and border security to emergency response, from cybersecurity analyst to chemical 
facility inspector. Our duties are wide-ranging, and our goal is clear - keeping America safe.  For 
the most up to date information on the Department’s structure, visit our web site at 
https://www.dhs.gov/organization. Below is a listing and description of the Components of DHS. 

Operational Components 
Customs and Border Protection (CBP) 
CBP is responsible for securing America’s borders to protect the United States 
against threats and prevent the illegal entry of inadmissible persons and 
contraband, while facilitating lawful travel and trade. 
Cybersecurity and Infrastructure Security Agency (CISA) 
CISA leads the national effort to defend critical infrastructure against the threats of 
today, while working with partners across all levels of government and in the private 
sector to secure against the evolving risks of tomorrow. 
Federal Emergency Management Agency (FEMA) 
FEMA helps people before, during, and after disasters. FEMA does this by 
supporting our citizens and first responders to ensure that, as a Nation, we work 
together to build, sustain, and improve our capability to prepare for, protect 
against, respond to, recover from, and mitigate all hazards. 
Transportation Security Administration (TSA) 
TSA protects the Nation’s transportation systems to ensure freedom of movement 
for people and commerce. 

U.S. Citizenship and Immigration Services (USCIS) 
USCIS administers the Nation’s lawful immigration system, safeguarding its 
integrity and promise by efficiently and fairly adjudicating requests for immigration 
benefits while protecting Americans, securing the homeland, and honoring our 
values. 
United States Immigration and Customs Enforcement (ICE) 
ICE promotes homeland security and public safety through the criminal and civil 
enforcement of federal laws governing border control, customs, trade, and 
immigration. 
United States Coast Guard (USCG) 
USCG is one of the six armed forces of the United States and the only military 
organization within DHS.  The USCG protects the maritime economy and the 
environment, defends our maritime borders, and saves those in peril. 
United States Secret Service (USSS) 
USSS safeguards the Nation’s financial infrastructure and payment systems to 
preserve the integrity of the economy, and protects national leaders, visiting heads 
of state and government, designated sites, and National Special Security Events. 

U.S. Department of Homeland Security - 3 -
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Management’s Discussion and Analysis 

Support Components 

Countering Weapons of Mass Destruction Office (CWMD) 
CWMD leads DHS efforts and coordinates with domestic and international 
partners to safeguard the United States against Chemical, Biological, 
Radiological, Nuclear, and health security threats. 
Federal Law Enforcement Training Centers (FLETC) 
FLETC provides career-long training to law enforcement professionals to help 
them fulfill their responsibilities safely and proficiently. 

Management Directorate (MGMT) 
MGMT is responsible for budget, appropriations, expenditure of funds, 
accounting and finance; procurement; human resources and personnel; 
information technology systems; facilities, property, equipment, and other 
material resources; providing biometric identification services; federal employee 
and federal facility protection; and identification and tracking of performance 
measurements relating to the responsibilities of the Department. 
Office of Intelligence and Analysis (I&A) 
I&A equips the Homeland Security Enterprise (HSE) with the timely intelligence 
and information it needs to keep the homeland safe, secure, and resilient. 
Office of Inspector General (OIG) 
OIG was established by the Homeland Security Act of 2002 (P.L. 107-296) by an 
amendment to the Inspector General Act of 1978 (92 Stat. 1101). OIG has a 
dual reporting responsibility to the Secretary of DHS and to Congress. OIG 
serves as an independent and objective audit, inspection, and investigative 
body to promote economy, effectiveness, and efficiency in DHS programs and 
operations, and to prevent and detect fraud, waste, and abuse. 
Office of Operations Coordination (OPS) 
OPS provides information daily to the Secretary of Homeland Security, senior 
leaders, and the homeland security enterprise to enable decision-making; 
oversees the National Operations Center; and leads the Department’s Continuity 
of Operations, Continuity of Government, and critical infrastructure identification 
programs to enable the continuation of essential functions. 
Science and Technology Directorate (S&T) 
S&T is the primary research and development arm of the Department. It 
provides federal, state and local officials with the technology and capabilities to 
protect the homeland. 
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Management’s Discussion and Analysis 

Performance Overview 
The Performance Overview provides an overview of our performance management framework, a 
summary of key performance measures, selected accomplishments, and forward-looking 
initiatives to strengthen the Department’s efforts in achieving a safer and more secure Nation.  
A complete list of all performance measures and results will be published in the DHS FY 2021-
2023 Annual Performance Report with the FY 2022 Congressional Budget Justification and will 
be available at: https://www.dhs.gov/performance-accountability. All previous reports can be 
found at this link as well. 

DHS Performance Framework 
The Department has a robust performance framework that drives performance management and 
enables the implementation of performance initiatives. This framework consists of core 
concepts and initiatives to assess program implementation progress, measure results, and drive 
the delivery of value to external stakeholders. The graphic shows these initiatives that come 
from both the Government Performance and Results Act (GPRA) of 1993, and its companion 
legislation, the GPRA Modernization Act of 2010 (GPRAMA). 

Figure 1: DHS Performance Management Framework 
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Management’s Discussion and Analysis 

Performance Community 
The DHS performance community is led by the Chief Operating Officer (a collateral duty of the 
Deputy Secretary of DHS), the Performance Improvement Officer (PIO) who is also the Director of 
Program Analysis and Evaluation (PA&E), and the Deputy PIO (DPIO) who is also the Assistant 
Director for Performance Management in PA&E. These leaders are supported by Performance 
Analysts in PA&E located under the DHS Chief Financial Officer (CFO) in the Management 
Directorate of DHS. The PIO, DPIO, and PA&E Performance Analysts are the liaison to our DHS 
Component performance management leaders and collaborators, along with various external 
stakeholders interested in performance management (shown in the graphic below).  

Figure 2: DHS Organizational Performance Community 

DHS Component PIOs, Agency Priority Goal (APG) Leads, and Strategic Review Assessment Leads 
are the senior leaders driving performance management efforts in their respective Components. 
Component Performance Leads are the critical liaison between DHS PA&E and Component 
leadership and program managers for all performance management initiatives. They assist with 
communicating guidance and initiatives, provide advice on measure development concepts, 
collect and review measure results, and coordinate with Component leadership on performance 
management initiatives. Strategic Review Lead Assistants play a key role in managing 
Assessment Team efforts annually and refining and delivering key findings from the review 
process. Program managers across DHS Components are key contributors to the Strategic 
Review assessment, along with generating ideas for performance measures, producing measure 
data, and using the information to manage and improve operations.  
Improving our Measures 
With the support of leadership and our Components, PA&E initiates the annual measure 
improvement process to enhance our set of publicly reported measures to more effectively 
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Management’s Discussion and Analysis 

convey the results delivered to stakeholders. Improvement ideas are derived from several 
sources:  

• Feedback provided by senior leadership to mature our ability to describe the value 
delivered by DHS; 

• Component leadership and program managers’ desire to implement measures that are 
meaningful to current operations and goals;  

• Suggestions from PA&E Performance Analysts working to fill gaps and improve quality; 
• Suggestions from the Office of Management and Budget (OMB) to achieve greater 

visibility into program performance and connections to program resources; and 
• Recommendations from other external stakeholders such as the Government 

Accountability Office (GAO) and Congress. 

Figure 3: DHS Annual Measure Improvement Process 

While measured improvement is iterative, we use the annual process to mature the breadth and 
scope of our publicly reported set of measures, as shown in the figure above. The process begins 
in the winter after implementing the new measures in the agency performance plan, to identify 
gaps that were not filled along with areas where improved measures are desired.  Improvement 
efforts continue into the spring since it can take six to nine months to develop new measure 
concepts depending on the complexity and scope of data collection. Summer is the 
Department’s review of Component proposals and discussions with OMB continue into the fall. 
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Management’s Discussion and Analysis 

Internal Controls for Verification and Validation 
The Department recognizes the importance of collecting complete, accurate, and reliable 
performance data that is shared with leadership and external stakeholders. Performance data 
are considered reliable if transactions and other data that support reported performance 
measures are properly recorded, processed, and summarized to permit the preparation of 
performance information in accordance with criteria stated by management. OMB Circular A-
136, Financial Reporting Requirements, OMB Circular A-11, Preparation, Submission, and 
Execution of the Budget, and the Reports Consolidation Act of 2000 (Public Law (P.L.) No. 106-
531) further delineate this responsibility by requiring agencies to ensure completeness and 
reliability of the performance data they report by putting management assurance procedures in 
place1. 
DHS has implemented a multi-pronged approach to effectively mitigate risks and reinforce 
processes that enhance the Department’s ability to report complete and reliable data for 
performance measure reporting. This approach consists of: 1) an annual measure improvement 
and change control process described in the previous section using the Performance Measure 
Definition Form; 2) a central information technology repository for performance measure 
information; 3) a Performance Measure Checklist for Completeness and Reliability used by 
Components to self-assess and rate their compliance with internal controls over performance 
information; and 4) annual assessments of the completeness and reliability of a sample of our 
performance measures by an independent review team. 
Quarterly Performance Reporting 
Quarterly reporting of the Department’s strategic measures is provided by Component program 
managers, reviewed by Component managers and performance staff, entered into the 
Performance Management System, and then reviewed by PA&E performance staff. Components 
use the information to keep their leadership abreast of measure results and progress. PA&E 
also prepares a Quarterly Performance Report that has visualizations of select measure results 
over time, along with a trend report for all measures in the strategic and management sets. 
These reports are shared quarterly with PIO and DPIO, posted on the DHS intranet site, and are 
available to all DHS senior leaders and program managers to support on-going program 
management activities. Many Components have their own internal processes and products they 
use to review performance data for management and decision making. 
Performance Public Reporting 
The Department follows the OMB Circular A-11 and A-136 requirements to produce the following 
reports to communicate key financial and performance information to stakeholders: 

1 Note: Circular A-11, PART 6, THE FEDERAL PERFORMANCE FRAMEWORK FOR IMPROVING PROGRAM AND SERVICE DELIVERY, Section 240.26 
Definitions. Data limitations. In order to assess the progress towards achievement of performance goals, the performance data must be 
appropriately valid and reliable for intended use. Significant or known data limitations should be identified to include a description of the 
limitations, the impact they have on goal achievement, and the actions that will be taken to correct the limitations. Performance data need not 
be perfect to be valid and reliable to inform management decision-making. Agencies can calibrate the accuracy of the data to the intended use 
of the data and the cost of improving data quality. At the same time, significant data limitations can lead to bad decisions resulting in lower 
performance or inaccurate performance assessments. Examples of data limitations include imprecise measurement and recordings, incomplete 
data, inconsistencies in data collection procedures and data that are too old and/or too infrequently collected to allow quick adjustments of 
agency action in a timely and cost-effective way. 

U.S. Department of Homeland Security - 9 -



 

      

  
  
   

 
    

 
 

        
       

    
 

 
      

       
  

      
 

 
        

          
     

     
     

      
     

        
      

    
     

    
    

     
    

 
 
 
 
 
 

Management’s Discussion and Analysis 

• DHS Agency Financial Report (this report); 
• DHS Annual Performance Report; and 
• DHS Summary of Performance and Financial Information (Citizen’s Report). 

Combined, these reports comprise our annual performance and accountability reporting 
requirements. When published, all three reports are located on our public website at 
Performance & Financial Reports. 
Agency Priority Goals 
Agency Priority Goals (APGs) are one of the tenets of GPRAMA and provide a tool for senior 
leadership to drive the delivery of results on key initiatives over a two-year period. Quarterly 
reports of progress are provided to interested parties through the OMB website Performance.gov 
and information on the DHS APGs are presented in our Annual Performance Report. 
Performance Reviews 
DHS implemented Performance Reviews as a means for senior leadership to engage in the 
management of efforts to deliver performance results relevant to stakeholders. Meetings are 
held with APG Goal Leads, senior leaders, subject matter experts, and performance leadership 
and staff to discuss current results, progress, and challenges being faced by these complex 
issues. 
Strategic Review 
The Strategic Review (SR) is a DHS-wide assessment, using evidence, to assess program 
progress in delivering on our mission. In FY 2021, DHS conducted its eighth annual SR. Twenty-
three mission programs were included in the assessment and represent our large operational 
programs delivering results to external stakeholders. The SR serves as a tool to integrate 
activities associated with other key legislation such as the Foundations for Evidence-Based 
Policymaking Act of 2018, the Program Management and Accountability Improvement Act 
(PMIAA) of 2018, and OMB guidance regarding Enterprise Risk Management implementation. 
The SR serves multiple purposes for Components, DHS, and OMB to: 1) assess progress of our 
program implementation efforts as a means for improvement; 2) facilitate best practices of a 
learning organization by reflecting annually on where we have been and where we are going; 3) 
advance the use of risk, program management, and evaluation practices; 4) make key findings 
available to Component and DHS senior leaders to inform management efforts; 5) provide 
feedback from execution to planning, programming, and budgeting activities; 6) integrate 
evidence-building activities into the Strategic Review and other key planning processes; and 7) 
drive a focused conversation with OMB on significant issues to inform their management and 
budget activities. 
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Management’s Discussion and Analysis 

DHS Summary of Key Performance Measures 
Strategic plan goals are implemented by our mission programs which are groups of activities 
acting together to accomplish a specific high-level outcome external to DHS and include 
operational processes, skills, technology, human capital, and other resources. Mission programs 
have performance goals, performance measures, and performance targets. Below are a select 
set of measures that describe how our mission programs drive to deliver on the DHS mission. 

Goal 1:  Counter Terrorism and Homeland Security Threats 
One of the Department’s top priorities is to protect Americans from terrorism and other homeland 
security threats by preventing nation-states and their proxies who engage in terrorist or criminal 
acts from threatening the homeland. Terrorists and criminals are constantly adopting new 
techniques and sophisticated tactics to circumvent homeland security and threaten the safety, 
security, and prosperity of the American public and our allies. The rapidly evolving threat 
environment demands strategies and tactics to ensure a proactive response by DHS and its 
partners to identify, detect, and prevent attacks against the United States. Focused activities 
associated with this goal includes information sharing, aviation security, and protection of 
national leaders and events.  
The following measures highlight some of our efforts to counter terrorism and homeland security 
threats.  Up to five years of data is presented if available. 

Percent of passenger data submissions that 
successfully undergo Secure Flight watch 
list matching (TSA): Vetting individuals 
against high-risk watch lists strengthens the 
security of the transportation system by 
ensuring that individuals on the No Fly List 
are prevented from boarding an aircraft and 
informs the traveling public that all covered 
domestic and international air passengers 
have undergone checking against these 
watch lists. This measure reports the 
percent of qualified message submissions received from the airlines that are successfully 
matched by the Secure Flight automated vetting system against the existing high-risk watch lists. 
A qualified message submission from the airlines contains sufficient passenger data to allow 
successful processing in the Secure Flight automated vetting system.  In FY 2021, this measure 
achieved 100 percent, meeting the target, and has maintained this level of performance since 
2010. DHS will continue to report this measure as it conveys an underlying critical layered 
process to ensure security in the aviation environment. 
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Management’s Discussion and Analysis 

Percent of air carriers operating from 
domestic airports in compliance with 
standard security indicators (TSA): Air 
carrier inspections can include one or more 
aspect of operations such as catering, cargo 
acceptance and aircraft searches and allow 
for improved collaborations, information 
sharing, and facility awareness of emerging 
security risks. Inspections are conducted in 
accordance with the Compliance 
Implementation Plan that identifies three 
types of inspections (comprehensive, targeted, and supplemental). The plan identifies the 
timeframe in which each inspection is conducted, based on the air carriers Inspection Frequency 
Score (IFS). The IFS is determined by a carrier’s: 1) Risk register; 2) Compliance history (last 3 
years); 3) Enforcement Investigative Reports (EIRs) (Administrative vs Civil Penalty); and 4) Local 
TSA office assessments/surveys. For FY 2021, a total of 12,077 inspections were conducted 
with 1,216 Findings, as COVID-19 affected overall planned inspection activity. TSA continually 
works with TSA-regulated entities implementing Outreach, Action Plans and Joint Testing to 
enhance security. Inspectors conduct inspections on an annual basis and can include one or 
more aspect of operations that an air carrier oversees such as catering, cargo acceptance and 
aircraft searches. The targets were lowered in FY 2020 and FY 2021 due to COVID-19. 

Congress allocated up to $10M in FY 2018 for TSA to test and 
analyze perimeter intrusion and detection technologies. TSA’s 
Multimodal Public Areas Capabilities (MPAC) formally 
partnered with a CAT I and CAT X in September 2019 through 
Other Transaction Agreements. In FY 2021, MPAC successfully 
completed the bidding and award phase to choose the 
installation vendors and began installation of the perimeter 
intrusion technologies. 
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Management’s Discussion and Analysis 

Percent of protectees that arrive and depart 
safely (USSS): This measure reflects the 
effectiveness of efforts to ensure safe travel 
(arrive and depart safely) for the President 
and Vice President of the United States and 
their immediate families, former presidents, 
their spouses, and their minor children 
under the age of 16, major presidential and 
vice-presidential candidates and their 
spouses, and foreign heads of state. In FY 
2021, 4,710 protective visits occurred. The 
target is always 100 percent and the USSS 

has achieved 100 percent of safe arrivals and departures for the past five years. To achieve 
these results takes a coordinated effort across several specialized resources within USSS and 
coordination with federal, state, and local partners. Using advanced countermeasures, the USSS 
executes security operations that deter, minimize, and decisively respond to identified threats 
and vulnerabilities to keep protectees safe. 
Percent of risk assessments for federal 
security support of large public/community 
special events completed within the 
targeted time frame (OPS): This measure 
indicates the timeliness of risk assessments 
that are used by federal agencies as criteria 
to determine their level of support to state 
and local events and is the primary federal 
awareness mechanism for special events 
occurring across the Nation. This measure 
indicates the percent of Special Event 
Assessment Ratings completed within the targeted timeframe as voluntarily requested from 
state and local authorities for events taking place within their jurisdictions. OPS provided on-
time risk assessment ratings 93.5 percent of the time, slightly lowered than previous year. 
Technology enhancements will support a more robust performance in the future as well as 
addressing issues related to surge activity. 

Percent of intelligence reports rated 
satisfactory and useful by customers (I&A): 
This measure gauges the extent to which 
finished intelligence products are satisfying 
customers’ needs. An intelligence report is 
a product of analytical judgement applied to 
address an intelligence question produced 
by DHS or through partnerships with other 
agencies where the analytic conclusions 
have been drafted, reviewed, and 
disseminated to customers. Providing 
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Management’s Discussion and Analysis 

intelligence on topics of concern equips the Homeland Security Enterprise with the timely 
intelligence and information it needs to keep the homeland safe, secure, and resilient. In FY 
2021, DHS intelligence reports were rated as satisfactory or higher resulting in a 91 percent 
rating, meeting the target. This was a new measure in the FY 2021 Performance Plan so there 
is no trend data. 

Looking Forward 
A few near-term efforts to advance the Department’s capability and capacity in these areas are 
provided below. 

• Aviation Security: TSA continues to 
seek and deploy improvements to DID YOU KNOW? 
airport scanning and detection, with 

The TSA “Red Team” covertly tests all new technology to enhance explosives 
aspects of aviation security including the detection and other threat-detection 
TSA checkpoints at over 450 airports capabilities at airport checkpoints.  
nationwide. In FY 2021, over 1500 tests TSA has begun installing computed 
were conducted.  The Red Team awarded tomography scanners that apply 
over 1,100 recognition awards to screening sophisticated algorithms for the 
personnel who successfully prevented detection of explosives and create 
simulated attacks. 

three-dimensional images that TSA 
officers can manipulate to analyze scanned images thoroughly. Additionally, TSA 
responded to COVID-19 by improving safety for officers and travelers through increased 
sanitation; distribution of Personal Protective Equipment to frontline workers; rapid 
deployment of acrylic shielding at checkpoints; modifying Credential Authentication 
Technology (CAT) to limit document exchanges; and reducing false alarm rates to require 
fewer pat-downs. Moving forward, TSA will establish a recapitalization acquisition program 
to address existing technologies that are near the end of their life while continuing to 
deploy Computed Tomography, Credential Authentication Technology, and other 
technology to improve detection capabilities. With regard to personnel and training, TSA 
plans to hire new Transportation Security Officers to keep pace with increased travel 
volume (Post-COVID-19). 

• Unmanned Aircraft Systems (UAS): Terrorists continue to use UAS (i.e., drones) to conduct 
surveillance and potentially launch terrorist attacks which are a real threat across many 
domains. Drug smugglers have used these systems to monitor border patrol officers and 
to enable the delivery of drugs in remote areas.  Additionally, criminals and nation-states 
are using them to spy on sensitive facilities. Threats continue to evolve, and unmanned 
aerial systems can support a wide array of emerging threats. To address this, the 
Department has taken a tactical and preemptive approach across several Components 
which includes: 

o A combined effort between CBP, CISA, USCG, and others to implement counter-
UAS (CUAS) technologies to: enhance situational awareness along land and sea 
borders at and between Ports-of-Entry; enhance agencies’ ability to share, query, 
and analyze law-enforcement information/data to advance investigations; deploy 
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Management’s Discussion and Analysis 

improved tools to promote the safety and effectiveness of DHS personnel; improve 
the detection and tracking of low-altitude airborne threats; expand capabilities to 
integrate border-security sensor and intelligence sources; leverage data analytics; 
and share resulting actionable intelligence with partners across the homeland 
security enterprise. 

o S&T will invest in research and development activities to understand how the 
department can better apply UAS advances to protect the American people, 
increase operational efficiencies, and improve command and control decision-
making, especially when combined with CUAS technologies. 

Goal 2:  Secure U.S. Borders and Approaches 
Secure borders are essential to our 
national sovereignty. DHS continues DID YOU KNOW? 
its efforts to secure and maintain 
control of our land and maritime CBP’s biometric seamless passenger experience can 

borders. Concentration is also contribute to the reduction of travel health risks and 

focused on Transnational Criminal to the recovery of the travel and tourism industry by 

Organizations and preventing the mitigating the risk of pathogen transmission. 

impact of these organizations 
operating both domestically and internationally. Efforts also continue to pursue, and 
appropriately prosecute, those illegally in the interior of the country and ensure that we properly 
administer immigration benefits and employ only those who are authorized to work.  
The following measures highlight some of our efforts to secure U.S. borders and approaches. Up 
to five years of data is presented if available. 
Rate of interdiction effectiveness along the 
Southwest Border between ports of entry 
(CBP): The Border Patrol uses this measure as 
an important indicator of the effectiveness of 
law enforcement and response efforts to 
apprehend detected illegal border crossers 
and as a key indicator of the status of security 
over the U.S. border. Results for this measure 
have varied significantly the past three years. 
The interdiction rate has increased due largely 
to the unprecedented mass illegal migration of 
families and unaccompanied children that voluntarily surrendered to Border Patrol Agents.  
Improved detection and tracking tools resulted in better awareness of illegal crossing activity, 
but agents faced challenges to interdict evading groups often guided by criminal organizations. 
Since late March 2020, Border Patrol has been implementing the federal regulation entitled 
Suspending Introduction of Persons from a Country Where a Communicable Disease Exists (85 
Fed Reg 17060), which provides for persons subject to the order to be expelled from the U.S. as 
expeditiously as possible under Title 42 of the U.S. Code, instead of being subjected to 
processing under Title 8 due to the ongoing pandemic, additionally lowering the interdiction 
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Management’s Discussion and Analysis 

effectiveness rate. Going forward, the Border Patrol will continue to shift resources to locations 
that are determined to be the best use of personnel and surveillance technology to meet 
estimated targets. 
Migrant interdiction effectiveness in the 
maritime environment (USCG): This measure 
communicates the effectiveness of the 
maritime law enforcement program to 
interdict migrants of all nationalities 
attempting to enter the United States through 
maritime borders not protected by the Border 
Patrol. This measure reports the percent of 
detected migrants who were interdicted by the 
USCG and partner Nations via maritime 
routes. The USCG conducts patrols and 
coordinates with other federal agencies and 
foreign countries to interdict migrants at sea, 
denying them entry via maritime routes to the United States, its territories, and possessions.  
Over the past two years, an increase in partner Nation reporting efforts has allowed for better 
data collection and analysis.  Partner Nation interdictions make up approximately 50 percent of 
the migrants interdicted in the maritime domain. There is not one factor that would conclusively 
indicate why the result is 47.1 percent in FY 2021; however, it is likely due to changing maritime 
migration patterns to include increased Haitian flow. USCG will continue to adjust patrol patterns 
to meet the changes in the migrant flow. 
Percent of workers determined to be 
"Employment Authorized" after an initial 
mismatch (USCIS): This measure assesses the 
accuracy of E-Verify by the percent of 
employment verification requests that are not 
confirmed as work authorized during the initial 
review. E-Verify confirms employment 
eligibility of new hires by electronically 
matching information provided by employees 
on the I-9 Form, Employment Eligibility 
Verification, against records available to the 
Social Security Administration and DHS. The 
report shows the number of cases in which examiners in the program find an individual 
“employment authorized” after an initial mismatch. Ensuring the accuracy of E-Verify reflects the 
program’s intent to minimize negative impacts imposed upon those entitled to employment in 
the U.S. while ensuring the integrity of immigration benefits by effectively detecting and 
preventing unauthorized employment. A lower result indicates the system is effective in 
confirming employment eligibility and does not require manual intervention. USCIS continues to 
increase the records available for electronic matching, which strengthens the program against 
identity fraud. 
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Management’s Discussion and Analysis 

Number of significant Homeland Security 
Investigation cases that resulted in a 
disruption or dismantlement (ICE): This 
measure reports on the total cumulative 
number of significant transnational criminal 
investigations that resulted in a disruption or 
dismantlement. To be considered significant, 
the investigation must involve a high-threat 
transnational criminal organization engaged in 
criminal activity related to illicit trade, travel, or 
finance (both drug-related or non-drug-
related); counter-terrorism; national security; 
worksite enforcement; gangs; or child exploitation. "Disruption" is defined as impeding the 
normal and effective operation of the targeted organization. "Dismantlement" is defined as 
destroying the organization's leadership, financial base and network to the degree that the 
organization is incapable of operating and/or reconstituting itself. With the adoption of the new 
"Number of" measures, along with Significant Case Report (SCR) Program training, HSI special 
agents have a better understanding of HSI’s Key Measure and are able to submit multiple 
disruptions and dismantlement toward SCR designated cases. The factors mentioned above 
have led to an increase in SCR submissions. Based on the above, HSI was able to meet its target 
for FY 2021. 

Looking Forward 
A few near-term efforts to advance the Department’s capability and capacity in these areas are 
provided below. 

• Border Security Operations: CBP’s top priority lies in keeping terrorists and their weapons 
from entering the U.S. while welcoming all legitimate travelers and commerce. The Border 
Security Operations program provides situational awareness; impedance and denial; and 
law enforcement response and resolution, securing the U.S. border between ports of 
entry. Since FY 2020, pandemic-driven efforts including the activation of Title 42 
authorities, permitted the program to return most illegal crossers immediately on 
encounter, with no consequence. Changes in the composition of the cross-border flow 
have expanded non-interdiction tasks for agents, underscoring the critical importance of 
the program’s new Border Patrol Processing Coordinator position. In addition, Border 
Patrol will continue employing best-available technology to improve situational 
awareness. 

• Homeland Security Investigations (HSI): Homeland Security Investigations combats 
Transnational Criminal Organizations (TCOs) and the exploitation of systemic 
vulnerabilities in trade and immigration to thwart foreign terrorists and other criminals 
and organizations from endangering the American people. HSI continued “Operation 
Stolen Promise” in FY 2021, which targets pandemic-related fraud through the disruption 
of TCOs distributing counterfeit personal protective and medical equipment. In addition, 
HSI continued to coordinate with the Small Business Administration to combat financial 
fraud under the Coronavirus Aid, Relief and Economic Security Act. Next steps include an 
interagency dialog to establish a framework, set lines of responsibility, and avoid 
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Management’s Discussion and Analysis 

duplicative efforts to develop a whole-of-government strategy to counter criminal and 
terrorist threats. Lastly, ICE has begun to look at a five-year plan for the Innovation Lab 
to implement new digital technology and open-source data techniques in support of HSI’s 
efforts. 

• Remove those who have entered the country illegally ICE’s Enforcement and Removal 
Operations (ERO) and the Office of the Principal Legal Advisor (OPLA) work to remove 
those who pose a threat to national security, public safety, and border security. While 
workload, technology, staffing, and interagency collaboration continue to pose 
challenges, these two programs persist in implementing corrective actions to maximize 
their effectiveness. The pandemic led to a dramatic increase in litigation challenges 
requiring intensive OPLA litigation in defense of agency authorities. To manage this 
workload, OPLA, ERO, and the Department of Justice have increased collaboration to 
improve processing while simultaneously addressing OPLA staffing models to align with 
the Executive Office for Immigration Review’s docket, staffing, and expansion of court 
facilities to address case backlog. 

In May 2021, U.S. Border Patrol agents from Rio 
Grande Valley Sector’s Kingsville Station used a small 
unmanned aircraft system (sUAS) to locate a lost 
undocumented migrant in need of help. The agent 
operating the drone quickly transmitted the location to 
a U.S. Border Patrol paramedic, whose immediate 
response stabilized the patient suffering a diabetic 
emergency. 
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Management’s Discussion and Analysis 

• E-Verify USCIS’ E-Verify program is a web-based system that allows enrolled employers to 
confirm the eligibility of their employees to work in the United States. The program 
continued to offer employment verification services seamlessly during the pandemic and 
adapts to the public health and other needs while working closely with Government and 
industry partners. E-Verify deployed a new Customer Relationship Management platform 
that improved case management, workload tracking, outreach and engagement, as well 
as a Verification Information System data reporting warehouse for constant, accurate and 
timely reporting. Looking forward, the program plans to complete the retirement of legacy 
E-Verify components to reduce maintenance costs and enable accelerated process 
modernization. The program will continue enhancing the document upload capability in 
E-Verify to streamline manual processing of cases through FY 2022. This capability allows 
employees to electronically submit documents to resolve data mismatches. 

Goal 3:  Secure Cyberspace and Critical Infrastructure 
Increased connectivity of people and devices to the Internet and to each other has created an 
ever-expanding attack surface that transcends borders and penetrates almost every American 
home. In addition, the Federal Government depends on reliable and verifiable information 
technology systems and computer networks for essential operations. As a result, malicious cyber 
attackers target government systems to steal information, disrupt and deny access to 
information, degrade or destroy critical information systems, or operate a persistent presence 
capable of tracking information or conducting a future attack. Serving as the designated federal 
lead for cybersecurity across the U.S. Government, DHS promotes the adoption of common 
policies and best practices that are risk-based and responsive to the ever-changing cyber threat 
environment. Additionally, DHS collaborates with federal interagency counterparts to deploy 
capabilities for intrusion detection, unauthorized access prevention, and near real-time 
cybersecurity risk reports. In deploying these capabilities, DHS prioritizes assessments, security 
measures, and remediation for systems that could significantly compromise national security, 
foreign relations, the economy, public confidence, or public health and safety. 
The Department’s Cybersecurity and Infrastructure Security Agency (CISA) advised TSA on 
cybersecurity threats to the pipeline industry, as well as technical countermeasures to prevent 
those threats, in response to the Colonial Pipeline cyber-attack, DHS’s Transportation Security 
Administration (TSA) announced the issuance of a second Security Directive that requires owners 
and operators of TSA-designated critical pipelines that transport hazardous liquids and natural 
gas to implement a number of urgently needed protections against cyber intrusions, including 
specific mitigation measures to protect against ransomware attacks and other known threats to 
information technology and operational technology systems, develop and implement a 
cybersecurity contingency and recovery plan, and conduct a cybersecurity architecture design 
review. 
The following measures highlight some of our efforts to secure federal cyberspace and critical 
infrastructure.  Up to five years of data is presented if available. 
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Management’s Discussion and Analysis 

Percent of critical and high vulnerabilities 
identified through cyber hygiene scanning 
mitigated within the designated timeframe 
(CISA): DHS provides cyber hygiene scanning 
to Federal Civilian Executive Branch (FCEB) 
agencies to aid them in identifying and 
prioritizing vulnerabilities based upon 
severity, which in turn enables FCEB agencies 
to make risk-based decisions regarding their 
network security posture. For “critical” 
vulnerabilities, mitigation is required within 
15 days from point of initial detection; for 
“high” vulnerabilities mitigation is required within 30 days of initial detection. Timely 
identification and mitigation of network vulnerabilities is a critical component of an effective 
cybersecurity program, and paramount to maintaining the integrity and operational availability of 
systems. With Binding Operational Directive 19-02 in effect since April 2019, FCEB agencies 
have demonstrated improved progress in mitigating “critical” and “high” vulnerabilities within 
mandated timelines. In turn, the FY 2021 result was 66 percent. Collectively, these mitigation 
efforts have contributed to an overall trend of improvement for the FCEB Enterprise, and DHS 
continues to work with agencies on achieving even higher rates of timely mitigation. 

In FY 2021, the NRMC’s 5G team, in coordination with the 
National Security Agency (NSA), and the Office of the 
Director of National Intelligence (ODNI), released the 
Potential Threat Vectors to 5G Infrastructure paper. This 
paper identifies and assesses risks and vulnerabilities 
introduced by 5G and includes a technical review of the types 
of threats posed by 5G adoption in the United States and 
sample scenarios of 5G risks. 

- 20 - FY 2021 Agency Financial Report 



 

     

     
   

  
    

   
     

 
   

    
   

   
       

    
       

      
       
  

 
 

       
 

      
     

   
 

 
  

  

 
  

   
          

      
 

 
      

   
   

  
   

 

 
     

     
   

 
    

       
    

Management’s Discussion and Analysis 

Percent of facilities that are likely to 
integrate vulnerability assessment or survey 
information into security and resilience 
enhancements (CISA): This measure 
demonstrates the percent of facilities that 
are likely to enhance their security and 
resilience by integrating Infrastructure 
Protection vulnerability assessment or 
survey information. Security and resilience 
enhancements can include changes to 
physical security, security force, security 
management, information sharing, and protective measures. Providing facility owners and 
operators with vulnerability information allows them to understand and reduce risk to the 
Nation's critical infrastructure. The program maintains a strong positive response on integrating 
assessment and survey information despite limitations in delivering assessments and follow-ups 
due to social distancing requirements during the pandemic. Current year’s results are consistent 
with the five-year trend. 

Looking Forward 
A few near-term efforts to advance the Department’s capability and capacity in these areas are 
provided below. 

• Improve cybersecurity posture of federal enterprise network: CISA continues to defend 
and secure the federal enterprise network, systems, and assets against a spectrum of 
risks. The agency has 
advanced the security of 
federal networks. However, DID YOU KNOW? 
strategies are lacking for The National Defense Authorization Act of 2021 
managing and securing the requires that DHS execute National Cyber Exercises. 
federal cloud environments Cyber Storm, the Nation’s biennial capstone 
and software updates.  cybersecurity exercise sponsored by CISA, satisfies 

Insufficient information this legislative requirement, and Cyber Storm VIII, 

about specific cyber events scheduled for spring 2022, will be the first iteration of 

impairs the program’s ability the exercise conducted under this legislation. 

to assess mission and 
strategic risks adequately. Looking forward, CISA plans to improve the quality of new 
hires and the flow of the hiring process to address long-standing needs, increase 
analytical staffing to improve situational awareness and increase trust with state, local, 
tribal, and territorial governments and communities; improve shared situational 
awareness, bi-lateral communications, and increased visibility into critical infrastructure. 

• Infrastructure Security: CISA coordinates the national effort to secure the Nation’s critical 
infrastructure. The infrastructure security mission is a continuous national effort to 
identify critical cyber and physical systems and assets, to understand their 
vulnerabilities—especially against terrorism, and intentional cyber threats, and to take 
action to reduce risks. There is a need to develop sustained architecture for managing 
the Sector Risk Management Agencies’ structure and responsibilities. The lack of long-
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Management’s Discussion and Analysis 

term authorization for the Chemical Facility Anti-Terrorism Standards (CFATS) program 
inhibits the ability for facilities to engage in longer term strategic planning, make large 
capital investments, and retain talent. Looking forward, the program has engaged the 
National Security Council on potential successor policy directives to Presidential Policy 
Directive-21, plans to deliver a National Infrastructure Protection Plan, and is seeking 
policy solutions for possible chemical facilities of interest and non-regulated facilities. 
Finally, the program has considered implementing a revised CISA Gateway, which the 
agency could expand and integrate with common data platforms to deliver multiple 
services. 

• National Risk Management Center (NRMC): Critical infrastructures include those assets, 
systems, and networks that provide functions necessary for our way of life. From 
generating electricity to supplying clean water, DHS monitors 16 critical infrastructure 
sectors that form a complex, interconnected ecosystem, including communications, 
energy, transportation, emergency services, and water. The NRMC works closely with the 
private sector which owns and operates the nation’s critical infrastructure and industry, 
working together in the governments shared management of risk. As the Department’s 
planning, analysis, and collaboration center, the NRMC works to convene the private 
sector, government agencies, and other key stakeholders together to identify, analyze, 
prioritize, and manage the most significant risks to our critical infrastructure. Moving 
forward, the NRMC will continue to build a capability roadmap that will baseline current 
capabilities, identify infrastructure-security capability gaps, outline a 5-year strategy to 
address those gaps, address the needed authorities to allow for increased coordination 
and collaboration with the risk community, and develop training programs to serve as a 
career roadmap for analysts and build a full spectrum of leadership training opportunities. 

Goal 4:  Preserve and Uphold the Nation’s Prosperity and Economic Security 
America’s prosperity and economic security are integral to homeland security and are achieved 
through our international trade operations, maritime natural resources, ice breaking for 
commercial cargo, aids to navigation for boats/ships, and protection of the nation’s financial 
systems.  
The following measures highlight some of our efforts to preserve and uphold the nation’s 
prosperity and economic security.  Up to five years of data is presented if available. 
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Management’s Discussion and Analysis 

Percent of imports compliant with U.S. trade 
laws (CBP): This measure reports the 
percent of imports that are compliant with 
U.S. trade laws including customs revenue 
laws, based on statistical sampling. 
Ensuring all imports are legally compliant 
and that their entry records contain no 
major discrepancies facilitates lawful trade. 
CBP, the importing community, and our 
federal partners have a shared 
responsibility to maximize compliance with 
laws and regulations. In carrying out this task, CBP encourages importers to become familiar 
with applicable laws and regulations and work together with the CBP Office of Trade to protect 
American consumers from harmful and counterfeit imports by ensuring the goods that enter the 
U.S. marketplace are genuine, safe, and lawfully sourced. This long-standing measure shows a 
consistently high compliance rate with FY 2021 results in-line with recent trends. While the 
expansion of e-commerce has led to greater trade facilitation, its overall growth has facilitated 
online trafficking in counterfeit and pirated goods that are typically shipped through international 
mail and express courier services and account for approximately 90 percent of counterfeit 
seizures. 

CBP issued a Withhold Release Order against cotton 
products and tomato products produced in Xinjiang, 
China based on information that reasonably indicates 
the use of detainee or prison labor and situations of 
forced labor. 
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Management’s Discussion and Analysis 

Percent of Global Entry member with no 
security-related violations (CBP): This 
measure shows CBP’s success at 
maintaining a high level of security in the 
international air environment by measuring 
the degree of compliance with all federal, 
state, and municipal laws and regulations 
that CBP is charged with enforcing at the 
ports of entry (international airports). During 
typical non-pandemic times, CBP officers 
welcome almost a million international 

travelers daily. In screening both foreign visitors and returning U.S. citizens, CBP uses a variety 
of techniques to assure that global tourism remains safe and strong. In FY 2021, the Travel 
program continued its outstanding performance in safeguarding international travel. While 
COVID-19 impacted the volume of travel into the United States this past years, compliance 
remains strong. The Travel program is constantly looking at new technologies to receive traveler 
data in advance of arrival at a port of entry, which enhances security and allows for better 
facilitation of the entry process into the United States. The program also has a strong outreach 
program through their public-facing websites: Know Before You Visit, Trusted Traveler Programs, 
For U.S. Citizens/Lawful Permanent Residents, Electronic System for Travel Authorization, 
Electronic Visa Update System, and Visa Waiver Program. 
Availability of maritime navigation aids (USCG): 
This measure indicates the hours that short-
range federal Aids to Navigation (ATON) are 
available as defined by the International 
Association of Marine Aids to Navigation and 
Lighthouse Authorities in December 2004. As 
the Road Signs of the Sea, maritime 
navigational aids ensure safety of maritime 
traffic and the safe passage of trillions of 
dollars of economic activity. In FY 2021, this 
measure achieved 96.2 percent which is consistent with recent results but slightly down 
compared to previous years. While ATON damage from hurricanes over the past several years 
has, for the most part, been addressed, resource availability continues to impact program 
success.  The USCG continues to explore solutions to mitigate this risk. 
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Management’s Discussion and Analysis 

Amount of cyber-financial crime loss 
prevented (in billions) (USSS): This measure 
is an estimate of the direct dollar loss to the 
public prevented due to cyber-financial 
investigations by the USSS and their law 
enforcement partners. The dollar loss 
prevented is based on the estimated 
amount of financial loss that would have 
occurred had the offender not been 
identified nor the criminal enterprise 
interrupted. Since the onset of the global 
pandemic, USSS has dedicated significant resources to investigating crimes targeting pandemic 
relief funds. In FY 2021, this measure achieved 2.3 billion in loss prevention. A number of cyber 
financial investigations related to COVID-19 fraud are still going through the judicial process and 
have yet to be counted in official statistics. Case closures and judicial processing remain slow 
due to continued pandemic effects. 

Looking Forward 
A few near-term efforts to advance the Department’s capability and capacity in these areas are 
provided below. 

• International trade and travel: Rapidly growing and diversifying flows of trade and travel 
present ongoing challenges to balancing security while meeting services for legitimate 
trade partners and the traveling public.  DHS has leveraged the response to COVID-19 to 
improve operations, execute targeting rules and procedures at all ports of entry. CBP 
collaborated with partners to monitor international travel rules, tracked affected travelers, 
denied entry to those prohibited, provided contact-tracing information as needed, 
expedited medical personnel and equipment through the clearance process, and 
increased personnel with medical training. CBP operated eBadge with TSA and 
commercial service providers to significantly reduce vetting and processing time for 
badges, credentials, and regular background checks on credentialed workers at a growing 
number of airports. Looking forward, the department plans to expand current eBadge 
operations through the 
development of the Trusted DID YOU KNOW? 
Employer Program, to more 

In FY 2021, the Secret Service hosted a virtual Cyber airports with improvements 
Incident Response Simulation (CIRS) with business in vetting, while developing 
executives, federal law enforcement, and public an eBadge App that allows 
sector officials. The simulation focused on direct employer completion 
Ransomware, Business Email Compromise, Managed of employee applications for 
Service Providers, and cryptocurrency. Trainings like access to a Travel 
these enhance planning, collaboration, and Operations facility. DHS also 
information sharing between private organizations plans to establish a Counter-
and federal law enforcement agencies. Intelligence Watchlist, or 
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Management’s Discussion and Analysis 

similar process, to centralize and de-conflict data in support of comprehensive 
interagency strategies to ensure a whole-of-government approach to Counter-intelligence 
operations. 

• Combating cybercrime and safeguarding the Nation’s financial system: Cybercrime 
continues to be the fastest-growing mode for crime occurring across the country and 
touching a large share of the U.S. population. As such, several DHS Components have 
efforts underway with plans to address cybercrime or plans to address organizations 
using cybercrime to support other illegal activities. 

o USSS recently began to implement a policy establishing a Cyber Technical Agent 
career progression 
and developing a 
plan to modernize DID YOU KNOW? 
the Electronic Crimes The Secret Service established its first overseas 
Task Force to Electronic Crimes Task Force (ECTF) in Rome, Italy in 
strengthen and 2009. This network of public private partnerships is 

existing expand the dedicated to fight high tech, computer based crimes. 
network of task 
forces to address 
growing cybercrime threats as well as expand the Global Investigative Operations 
Center. To support the expansion of knowledge in cybercrime, there are ongoing 
efforts to train fellow law enforcement stakeholders on detecting and combatting 
cybercrimes. 

o ICE continues to develop new tools (e.g., enhanced facial recognition, web 
scraping, field-deployable DNA testing) used to counter transnational criminal 
organizations’ illicit activities related to financial crimes.  

o CBP continues efforts against online trafficking in counterfeit and pirated goods 
as well as exploring expanded use of verifiable digital trademarks. 

o USCG plans include enhancing the service’s cyber networks security, pursuing new 
efforts on offensive cyber capabilities, and helping safeguard the maritime domain 
and related infrastructure. 

o TSA issued new directives that will increase in response to the Colonial Pipeline 
cybersecurity attack in May, requiring owners and operators of TSA-designated 
critical pipelines that transport hazardous liquids and natural gas to implement a 
number of urgently needed protections against cyber intrusions. 

Goal 5:  Strengthen Preparedness and Resilience 
Preparedness is a shared responsibility across federal, state, local, tribal, and territorial 
governments; the private sector; non-governmental organizations; and the American people. 
Some incidents will overwhelm the capabilities of communities, so the Federal Government must 
remain capable of helping them to respond to natural and man-made disasters. Following 
disasters, the Federal Government must ensure an ability to direct resources needed to support 
local communities’ immediate response and long-term recovery assistance. The United States 
can effectively manage emergencies and mitigate the harm to American communities by 
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Management’s Discussion and Analysis 

thoroughly preparing local communities, rapidly responding during crises, and supporting 
recovery. 
The following measures highlight some of our efforts to strengthen preparedness and resilience. 
Up to five years of data is presented if available. 
Percent of landline priority calls successfully 
connected using the Government Emergency 
Telecommunications Service (GETS) Landline 
Network (CISA): By ensuring the connection of 
calls for first responders and government 
officials during a disaster, DHS contributes to 
a national effective emergency response 
effort. This measure gauges the reliability and 
effectiveness of the Government Emergency 
Telecommunications Service (GETS) to ensure 
accessibility by authorized users at any time, 
most commonly to ensure call completion during times of network congestion caused by all-
hazard scenarios, including terrorist attacks or natural disasters (e.g., hurricane or earthquake). 
In FY 2021, this measure achieved 95 percent. 
Percent of adults that took multiple 
preparedness actions at their workplace, 
school, home, or other community location 
(FEMA): This is the third year this measure is 
reporting results. This measure serves as an 
indicator of the whole community effort to 
educate the public regarding their risks, 
developing methods to mitigate the impacts of 
those risks, and helping people understand 
how to prepare to meet disasters when they 
arrive. Programs and initiatives such as preparedness actions, capacity building, youth 
preparedness, citizen responder, financial resilience, and messaging help ensure the nation has 
a variety of tools and resources to help build a culture of preparedness. Results are compiled 
from surveys distributed to households following such activities. In FY 2021, this measure 
achieved 59 percent.  

DID YOU KNOW? 
In support of the COVID 19 vaccination effort, FEMA 
Voluntary Agency Liaisons (VALs) coordinated with 15 
voluntary agency partners to schedule 2,031 clinical 
and non clinical volunteers at vaccination sites across 
the Nation. 
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Management’s Discussion and Analysis 

Percent of applicants satisfied with 
simplicity of the Individuals and Households 
Program (FEMA): This is the third year for 
this measure reporting results. This measure 
supports the vision to streamline the 
disaster survivor experience by using 
surveys to assess the disaster survivors’ 
overall satisfaction of Individuals and 
Households Program’s (IHP) assistance and 
services. The program collects survivors’ 
impressions of their interactions with IHP 

using standard surveys, administered by telephone, at three touchpoints of their experience with 
FEMA. In FY 2021, FEMA deployed the first email survey to Individual Assistance disaster 
survivors. FEMA will continue email surveys in FY 2022 and expects more responses on disaster 
survivors’ satisfaction. FEMA continues a Holistic Survivor Feedback Strategy with a vision of 
putting survivors at the center of how FEMA makes decisions. While FEMA did not meet its target 
of 85 percent, these results did not hinder FEMA’s ability to execute its mission. In FY 2021, this 
measure achieved 80 percent. 

For more than a year, the emergency management 
community has operated in a pandemic environment, and 
FEMA has emphasized the importance of all state, local, tribal 
and territorial (SLTT) governments applying lessons learned 
from 2020, as they prepared for operations in 2021. To aid in 
that effort, the COVID 19 Pandemic Operational Guidance 
(CPOG) serves as a tool for governments, outlining not only 
guidance based on lessons learned and best practices, but 
also guidance related to new priorities that have arisen in 
recent months. 
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Management’s Discussion and Analysis 

Percent of U.S. population (excluding 
territories) covered by planned mitigation 
strategies (FEMA): This measure reports 
the percent of U.S. population (excluding 
territories) covered by approved or 
approvable local Hazard Mitigation Plans. 
During FY 2021, providing technical 
assistance to communities was difficult as 
the engagement needed could not always 
be performed due to COVID. Additionally, 
community resources needed to coordinate and execute plan development activities were 
diverted in support of the COVID response. In FY 2021, this measure achieved 83.2 percent 
which is below target. In FY 2022, FEMA plans to increase technical assistance to assist 
communities with producing higher quality risk assessments. 
Percent of people in imminent danger saved 
in the maritime environment (USCG): This is 
a measure of the percent of people who 
were in imminent danger on the oceans and 
other waterways and whose lives were 
saved by the USCG. The number of lives lost 
before and after the USCG is notified and 
the number of persons missing at the end of 
search operations are factored into this 
result. In FY 2021, the USCG achieved 81.7 
percent which is below target but is the 

The U.S. Coast Guard Automated Mutual Assistance 
Vessel Rescue (AMVER) System tracks 
approximately 7,000 commercial ships a day for 
search and rescue across the globe. The Coast Guard 
manages the AMVER Program and coordinates to 
save people in distress at sea, on average of one 
person per day! 
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Management’s Discussion and Analysis 

second highest result in the last five years. In FY 2020, the measure was adjusted to only include 
cases with lives at risk after the USCG was notified. In addition, COVID-19 may have contributed 
to the increase as some Districts reported case increases due to a drop in aid from other 
government agencies, commercial providers, and good Samaritans requiring the USCG to 
prioritize their own response efforts. 

Looking Forward 
A few near-term efforts to advance the Department’s capability and capacity in these areas are 
provided below. 

• Emergency Communications: Emergency Communications support the deployment of 
interoperable communications systems for federal, state, local, and tribal government 
agencies.  However, their stakeholders have limited resources and budgets, inhibiting 
investment in assets to improve capability and capacity.  Events and incidents are 
becoming increasingly complex, necessitating additional planning for incident response 
and coordination.  The inadequate number of engagements with the expanded 
stakeholder community negatively impacts the ability to identify gaps and define 
requirements. Looking forward through a concerted effort with partners/stakeholders, 
Emergency Communications intends to define/develop priorities related to cyber risks 
to emergency communications and acquire additional funding and personnel to address 
these gaps. Emergency Communications can ensure a well-coordinated service by 
assessing current gaps and risks in incident communications. Plans are being made to 
also develop strategies for 
reaching expanded DID YOU KNOW? 
communities.  Furthermore, 

The Emergency Communications program supported plans for developing/ 
Statewide Interoperability Coordinators that were tailoring support for new 
indispensable in managing and mitigating COVID 19stakeholders and analyzing 
telecommunications impacts to support a full existing governance 
telework environment during the unprecedented structures are in progress to 
stress on communications networks nationwide. determine how to better 

support the expanded 
community. 

• COVID-19 Implications: FEMA provided front-line support for the U.S. response to the 
pandemic through mass vaccination sites and providing coordination across the FEMA 
regions. The COVID-19 Pandemic Operational Guidance issued during the 2020 
Hurricane Season, outlines how FEMA has adapted its response and recovery operations 
in a COVID-19 environment. At the same time, this guidance has other implications 
moving forward, for example, providing a workforce mix for any future scenarios similar 
to the response during this pandemic. The Pandemic Operational Guidance also helps to 
shape a shared understanding among local and regional emergency managers and FEMA 
about roles and expectations in such deployments. The pandemic impacts current and 
future requirements for response and recovery logistics and products, such as 
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Management’s Discussion and Analysis 

determining eligible work and costs for non-congregate sheltering in response to a 
Presidentially declared emergency or major disaster, processing grants, how to manage 
communications, and training during such responses, and employing tools requiring 
limited on-site presence—such as satellite imagery—to assess damage. COVID-19 
response will continue for some time, and will have to become increasingly integrated 
with current operational concepts such as the Community Lifelines program and 
developments in the future structure of the Incident Management Workforce. 

• USCG Search and Rescue: Search and Rescue (SAR) is one of the USCG's oldest 
missions. Minimizing the loss of life, injury, or property damage by rendering aid in the 
maritime environment to persons in distress and property has always stood as a USCG 
priority. USCG SAR response involves multi-mission stations, cutters, aircraft, and boats 
linked by communications networks. Managing the SAR program has become 
increasingly challenging due to a decreasing number of designated SAR professionals at 
key billets throughout the USCG. As such, the USCG continues to direct time and energy 
to advocate for improvements in the National SAR System, Marine Environmental 
Response, and Emergency Management programs, to strengthen the USCG’s ability to 
lead in crisis. The SAR mission maintains a high degree of focus on the progression of 
search and rescue tools for locating people in distress, and the potential SAR response 
challenges in the polar regions as maritime and aeronautical traffic increases. 

Agency Priority Goals 
Please see our Annual Performance Report (APR) for an update on our FY 2022-2023 APGs. The 
APR will be available in February 2022 in conjunction with the FY 2023 Budget Submission. The 
APR will be available at the following link: https://www.dhs.gov/performance-financial-reports. 
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Management’s Discussion and Analysis 

Financial Overview 
The Department’s principal financial statements — Balance Sheets, Statements of Net Cost, 
Statements of Changes in Net Position, Statements of Budgetary Resources, Statements of 
Custodial Activity, and notes to the principal financial statements — are prepared to report the 
financial position, financial condition, and results of operations of the Department, pursuant to 
the requirements of 31 U.S.C § 3515(b). The statements are prepared from records of Federal 
entities in accordance with Federal generally accepted accounting principles (GAAP) and the 
formats prescribed by OMB. Reports used to monitor and control budgetary resources are 
prepared from the same records. Users of the statements are advised that the statements are 
for a component of the U.S. Government. 
This section is presented as an analysis of the principal financial statements. Included in this 
analysis is a year-over-year summary of key financial balances, nature of significant changes, 
and highlights of key financial events to assist readers in establishing the relevance of the 
financial statements to the operations of DHS. The majority of noteworthy changes in financial 
balances are primarily due to COVID-19 related program activity described below (see Note 31, 
COVID-19 Activity, for additional information). 

COVID-19 Activity 
In response to the national public health and economic threats, serious and widespread health 
issues and economic disruptions caused by COVID-19, DHS has continued its efforts in 
preparedness and readiness to facilitate a rapid, whole-of-government response in confronting 
COVID-19, keeping Americans safe, helping detect and slow the spread of the virus, and making 
the vaccine available to as many people as possible. Functioning critical infrastructure is 
particularly important during the COVID-19 response for both public health and safety as well as 
community well-being. Certain critical infrastructure industries have a special responsibility to 
continue operations during these unprecedented times. To confront these challenges, DHS 
received and executed significant funding from the American Rescue Plan Act (ARPA), 2021 and 
the Consolidated Appropriations Act (CAA), 2021 to support our essential missions and to 
respond to our nations’ needs, including reimbursing individuals and families for COVID-related 
funeral expenses, extending the lost wages assistance, and administering vaccine efforts and 
activities. FEMA continued to work with the state and territorial governments (including the 
District of Columbia) that chose to participate in the Lost Wages Assistance Program, which 
provided up to six weeks of assistance to eligible individual claimants that were unemployed or 
partially underemployed due to COVID-19 disruptions. In FY 2021, FEMA provided financial 
assistance to individuals and families with funeral expenses for deceased individuals 
attributable to COVID-19 related deaths. To combat the COVID-19 crisis, the Department focused 
on vaccine efforts, which included providing test kits to frontline personnel, airport passenger 
screening, and expanding access to vaccines and support vaccine distribution. 
In FY 2020, FEMA activated the National Response Coordination Center (NRCC) in the wake of 
the Coronavirus outbreak in the United States and continues its operations in FY 2021. The 
NRCC is a multi-agency center that coordinates the overall federal support for major incidents 
and emergencies. NRCC also provides a clearinghouse of resources and policies for local and 
state governments in impacted regions. CISA continues to monitor the evolving virus closely, 
taking part in interagency and industry coordination calls, and working with critical infrastructure 
partners to prepare for possible disruptions to critical infrastructure. The Department also took 
action in furtherance of the public health interests advanced by enforcing the presidential 
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Management’s Discussion and Analysis 

proclamations at and between air, land, and seaports of entry, alerting the Centers for Disease 
Control and Prevention (CDC) partners to any individuals who require enhanced health screening.  
Additionally, the DHS workforce protection command center works to ensure that protective 
procedures are in place for the front-line workforce, who may regularly encounter potential 
disease carriers, and is in close coordination with federal health partners and component health 
and safety officials. 

Financial Position 
The Department prepares its Balance Sheets, Statements of Net Cost, and Statements of 
Changes in Net Position on an accrual basis, in accordance with U.S. generally accepted 
accounting principles; meaning that economic events are recorded as they occur, regardless of 
when cash is received or disbursed.   
The Balance Sheet presents the resources owned or managed by the Department that have 
future economic benefits (assets) and the amounts owed by DHS that will require future 
payments (liabilities). The difference between the Department’s assets and liabilities is the 
residual amount retained by DHS (net position) that is available for future programs and capital 
investments. 

Financial Position ($ in millions) FY 2021 FY 2020 $ Change % Change 
Fund Balance with Treasury $ 163,044 $ 131,013 $ 32,031 24%▲ 
General Property, Plant, and Equipment, Net 27,893 26,561 1,332 5%▲ 
Other Assets 26,201 25,435 766 3%▲ 

Total Assets 217,138 183,009 34,129 19%▲ 
Federal Employee and Veteran Benefits Payable 75,570 71,835 3,735 5%▲ 
Debt 20,618 20,596 22 <1%▲ 
Accounts Payable 5,606 5,408 198 4%▲ 
Insurance Liabilities 3,436 2,830 606 21%▲ 
Other Liabilities 25,340 32,762 (7,422) -23%▼ 

Total Liabilities 130,570 133,431 (2,861) -2%▼ 
Total Net Position 86,568 49,578 36,990 75%▲ 

Total Liabilities and Net Position $ 217,138 $ 183,009 $ 34,129 19%▲ 

Results of Operations ($ in millions) FY 2021 FY 2020 $ Change % Change 
Gross Cost 
Less: Revenue Earned 

$ 104,688 
(14,718) 

$ 127,215 
(14,874) 

$ (22,527) 
156 

-18%▼ 
-1%▼ 

Net Cost Before Gains and Losses on 
Assumption Changes 

(Gains) and Losses on Assumption Changes 

89,970 

1,573 

112,341 

3,061 

(22,371) 

(1,488) 

-20%▼ 

-49%▼ 
Total Net Cost $ 91,543 $ 115,402 $ (23,859) -21%▼ 

U.S. Department of Homeland Security - 33 -



 

      

   
      

 
   

   
   

    
  

 
 

  
  

 
  

       
 

     
  

      
        

    
 

   
 

   
    

   
 

  
 

    
 

  
  

   
  

 
   

     
    

        
    

  

 

  

82%

9%
9%

FBwT PP&E Other

Management’s Discussion and Analysis 

Assets – What We Own and Manage 
Assets represent amounts owned or managed by the Department that can be used to accomplish 
its mission.  
The Department’s largest asset is Fund Balance with 
Treasury (FBwT), which consists primarily of 
appropriated, revolving, trust, deposit, receipt, and 
special funds remaining at the end of the fiscal year. 
Property, Plant, and Equipment (PP&E) is the second 
largest asset, and include buildings and facilities, 
vessels, aircraft, construction in progress, and other 
equipment. In acquiring these assets, the 
Department either spent resources or incurred a 
liability to make payment at a future date; however, 
because these assets should provide future benefits 
to help accomplish the DHS mission, the Department reports these items as assets rather than 
expenses.  
Other Assets includes items such as investments, accounts receivable, cash and other monetary 
assets, taxes, duties and trade receivables, direct loans, and inventory and related property.  
As of September 30, 2021, the Department had $217 billion in assets, representing a $34 billion 
increase from FY 2020. The majority of this change is due to an increase in Fund Balance with 
Treasury resulting from additional supplemental appropriations received under the American 
Rescue Plan (see Note 31 in the Financial Information section). 
Liabilities – What We Owe Liabilities 

Assets 

75% 

13% 

12% 

FBwT PP&E Other 

Liabilities are the amounts owed to the 
public or other federal agencies for goods 
and services provided but not yet paid for; 
to DHS employees for wages and future 
benefits; and for other liabilities.  
The Department’s largest liability is for 
Federal Employee and Veteran Benefits 
(FEVB) Payable. The Department owes 
these amounts to current and past civilian 
and military personnel for pension and 
other post-employment benefits. The 
liability also includes medical costs for 
approved workers’ compensation cases. 
For more information, see Note 16 in the 

58% 

16% 

4% 
3% 

19% 

FEVB Payable Debt Accounts Payable 
Insurance Liabilities Other Liabilities Financial Information section. This liability 

is not covered by current budgetary resources, and the Department will use future appropriations 
to cover these liabilities (see Note 14 in the Financial Information section). 
Debt is the second largest liability, and results from Treasury loans to fund FEMA’s National Flood 
Insurance Program (NFIP) and Disaster Assistance Direct Loan Program. Given the current 
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Management’s Discussion and Analysis 

premium rate structure, FEMA will not be able to generate sufficient resources from premiums 
to fully pay its debt. This is discussed further in Note 15 in the Financial Information section. 
Accounts Payable consists primarily of amounts owed for goods, services, or capitalized assets 
received, progress on contract performance by others, and other expenses due to other entities. 
Insurance Liabilities are primarily the result of the Department’s sale or continuation-in-force of 
flood insurance policies within the NFIP, which is managed by FEMA. 
Other Liabilities include amounts owed to other federal agencies and the public for goods and 
services received by the Department, amounts received by the Department for goods or services 
that have not been fully rendered, unpaid wages and benefits for current DHS employees, and 
amounts due to the Treasury’s general fund, environmental liabilities, refunds and drawbacks, 
and other. 
As of September 30, 2021, the Department reported approximately $131 billion in total 
liabilities. Total liabilities decreased by $2.8 billion in FY 2021 mostly due to FEMA’s payments 
on Lost Wages Assistance Program which is offset primarily by increases in USCG Actuarial 
Pensions Liability and CBP Custodial Liability on collection of duties.  
Net Position 
Net position represents the accumulation of revenue, expenses, budgetary, and other financing 
sources since inception, as represented by an agency’s balances in unexpended appropriations 

and cumulative results of operations 
on the Statement of Changes in Net 
Position. Financing sources increase 
net position and include, but are not 
limited to, appropriations, user fees, 
and excise taxes. The net costs 
discussed in the section below as well 
as transfers to other agencies 
decrease net position. The 
Department’s total net position is $87 
billion. Total net position increased 
$37 billion from FY 2020, in large part 
because of the additional 
supplemental appropriation received 
by FEMA for COVID-19. 
Results of Operations 
The Department presents net costs by 
operational Components which carry 
out DHS’s major mission activities, 
with the remaining support 
Components representing “All Other.” 

Net cost of operations, before gains and losses, represents the difference between the costs 
incurred and revenue earned by DHS programs. The Department’s net cost of operations, before 
gains and losses, was $90 billion in FY 2021, which is a decrease of $22 billion from the prior 
year.  This is mainly due to the large decrease of disaster related costs associated with disaster 

CBP, 19% 

FEMA, 
41% 

ICE, 9% 

TSA, 6% 

USCG, 
15% 

USSS, 
3% 

CISA, 
2% 

All Other, 
5% 

Cost of Operations 
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Management’s Discussion and Analysis 

responses to COVID-19, hurricanes, and wildfires FEMA incurred in FY 2021 compared to FY 
2020. 
During FY 2021, the Department earned approximately $14.7 billion in exchange revenue.  
Exchange revenue arises from transactions in which the Department and the other party receive 
value and that are directly related to departmental operations. The Department also collects 
non-exchange duties, taxes, and fee revenue on behalf of the Federal Government. This 
non-exchange revenue is presented in the Statements of Custodial Activity or Statements of 
Changes in Net Position, rather than the Statements of Net Cost. 

Budgetary Resources 
The Statement of Budgetary Resources is prepared on a combined basis, rather than a 
consolidated basis, and provides information about how budgetary resources were made 
available as well as their status at the end of the period. Budgetary accounting principles require 
recognition of the obligation of funds according to legal requirements, which in many cases 
happens prior to the transaction under accrual basis. The recognition of budgetary accounting 
transactions is essential for compliance with legal constraints and controls over the use of 
federal funds. The budget represents our plan for efficiently and effectively achieving the 
strategic objectives to carry out our mission and to ensure that the Department manages its 
operations within the appropriated amounts using budgetary controls. 

Sources of Funds ($ in millions) FY 2021 FY 2020 $ Change % Change 
Unobligated Balance from Prior Year Budget 

Authority, Net $ 46,955 $ 51,848 $ (4,893) -9%▼ 
Appropriations 142,442 133,025 9,417 7%▲ 
Spending Authority from Offsetting Collections 9,560 11,732 (2,172) -19%▼ 
Borrowing Authority 32 33 (1) -3%▼ 

Total Budgetary Resources $ 198,989 $ 196,638 $ 2,351 1%▲ 

Budgetary Resources 
The Department’s budgetary resources, both 
discretionary and mandatory, were $199 
billion for FY 2021. The authority was derived 
from $47 billion in authority carried forward 
from FY 2020, appropriations of $142 billion, 
approximately $10 billion in collections, and 
$32 million in borrowing authority. Budgetary 
resources increased approximately $2 billion 
from FY 2020. This is mainly due to additional 
supplemental appropriation for COVID-19. 
Of the total budget authority available, the 
Department incurred a total of $142 billion in 

24% 

71% 

5% 

Unobligated Balance from Prior Year Authority obligations from salaries and benefits, 
purchase orders placed, contracts awarded, Appropriations 
or similar transactions.  Spending Authority from Offsetting Collections 
Custodial Activities Borrowing Authority (<1 percent) 
The Statement of Custodial Activity is prepared using the modified cash basis. With this method, 
revenue from cash collections is reported separately from receivable accruals, and cash 
disbursements are reported separately from payable accruals.  
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Management’s Discussion and Analysis 

Cash Collections ($ in millions) FY 2021 FY 2020 $ Change % Change 
Duties $ 85,466 $ 74,401 $ 11,065 15%▲ 
Excise Taxes 4,773 3,967 806 20%▲ 
Other 1,905 1,706 199 12%▲ 

Total Cash Collections $ 92,144 $ 80,074 $ 12,070 15%▲ 

Custodial activity includes the revenue 
collected by the Department on behalf of 
others, and the disposition of that revenue to 
the recipient entities. Non-exchange revenue 
is either retained by the Department to 
further its mission or transferred to 
Treasury’s general fund and other federal 
agencies. The Department’s total cash 
collections is $92 billion, which is a $12 
billion increase from FY 2020 mainly due to 
an increase in import activity and collections 
of customs duties. 
Custom duties collected by CBP account for 
93% of total cash collections. The remaining 

Custom Duties Excise Tax Other 7% is comprised of excise taxes, user fees, 
and various other fees.  

Stewardship Information 
Stewardship investments are substantial investments made by the Federal Government for the 
benefit of the Nation. When incurred, stewardship investments are treated as expenses in 
calculating net cost, but due to materiality, they are separately reported to highlight the extent of 
investments that are made for long-term benefit. The Department’s expenditures (including 
carryover funds expended in FY 2021) in human capital, research and development, and non-
federal physical property are shown below. 
Investments in Research and Development 
Investments in research and development represent expenses incurred to support the search 
for new or refined knowledge and ideas. The intent of the investment is to apply or use such 
knowledge to improve and develop new products and processes with the expectation of 
maintaining or increasing national productive capacity or yielding other future benefits. CWMD, 
S&T, and USCG have made significant investments in research and development this fiscal year 
(in millions): 

93% 

5% 2% 

Custodial Activities 

Components FY 2021 FY 2020 
CWMD $ 70 $ 51 
S&T 827 827 
USCG 8 7 
Total Research & Development $ 905 $ 885 

U.S. Department of Homeland Security - 37 -



 

      

 
  

   
       

  

 
                             

     
   
      

 
 

     
      

       
 

 
    

     
  

  
 

  

  
  

   
 
  

Management’s Discussion and Analysis 

Investments in Human Capital 
Investments in human capital include expenses incurred for programs to educate and train first 
responders. These programs are intended to increase or maintain national productive capacity 
as evidenced by the number of responders trained over the course of the programs. FEMA and 
S&T have made significant investments in human capital (in millions): 

Components FY 2021 FY 2020 
FEMA $ 86 $ 86 
S&T 3 3 
Total Human Capital $ 89 $ 89 

Investments in Non-Federal Physical Property 
Investments in non-federal physical property are expenses included in the calculation of net cost 
incurred by the reporting entity for the purchase, construction, or major renovation of physical 
property owned by state and local governments, which includes security enhancements to 
airports. TSA has made significant investments in non-federal physical property (in millions): 

Components FY 2021 FY 2020 
TSA $ 188 $ 191 
Total Non-Federal Physical Property 

$ 188 $ 191 

Other Key Regulatory Requirements 
For a discussion on DHS’s compliance with the Prompt Payment Act, Debt Collection 
Improvement Act of 1996, and Biennial Review of User Fees, see the Other Information section. 
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Management’s Discussion and Analysis 

Secretary’s Assurance Statement 
November 12, 2021 

The Department of Homeland Security is responsible for meeting the 
objectives of Sections 2 and 4 of the Federal Managers’ Financial Integrity 
Act of 1982 (FMFIA) to establish and maintain effective internal controls, 
inclusive of financial management systems, that protect the integrity of 
federal programs. These objectives are satisfied by managing risks and 
maintaining effective internal controls in three areas: 1) effectiveness and 
efficiency of operations; 2) reliability of reporting; and 3) compliance with 
applicable laws and regulations. The Department conducted its assessment 
of risk and internal controls in accordance with the Office of Management 

and Budget (OMB) Circular No. A-123, Management’s Responsibility for Enterprise Risk 
Management and Internal Control. Based on the results of the assessment, the Department 
can provide reasonable assurance that internal controls over operations, internal controls over 
reporting, and internal controls over compliance were operating effectively as of September 30, 
2021, except for the disclosures noted in the subsequent sections. 
Pursuant to the DHS Financial Accountability Act (FAA), the Department is required to obtain an 
opinion on its internal controls over financial reporting. The Department conducted its 
assessment of the effectiveness of internal controls over financial reporting in accordance with 
OMB Circular A-123 and Government Accountability Office (GAO) Standards for Internal Control 
in the Federal Government. Based on the results of this assessment, the Department can 
provide reasonable assurance that its internal controls over financial reporting was designed 
and operating effectively, except for aspects of Financial Reporting and Information Technology 
Controls and Information Systems, where material weakness areas were identified and 
remediation is in process. 
The Federal Financial Management Improvement Act of 1996 (FFMIA) requires agencies to 
implement and maintain financial management systems that substantially comply with Federal 
financial management system requirements, Federal accounting standards, and United States 
Standard General Ledger reporting at the transaction level. The area of material weaknesses 
specifically related to Information Technology Controls and Information Systems affects the 
Department's ability to substantially comply with financial management system requirements. 
In addition, as a result of numerous Component agencies’ financial management system 
limitations, the Department does not fully comply with certain government-wide accounting and 
reporting requirements. Therefore, the Department is reporting non-compliance with FFMIA and 
Section 4 of FMFIA. To address this non-compliance, the Department has launched a multi-
year financial systems modernization program. 
As a result of the assessments conducted, the Department continues to enhance its internal 
controls and financial management program. For noted areas of weakness, the Department is 
planning for remediation and additional improvements going forward, as highlighted in the 
Management Assurances section of the Agency Financial Report. 
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Management’s Discussion and Analysis 

Management’s Report on Internal Controls Over Financial Reporting 
November 12, 2021 

Mr. Joseph V. Cuffari 
Inspector General 
Department of Homeland 
Security Washington, DC 

Dear Inspector General Cuffari: 
The United States Department of Homeland Security (DHS) internal controls over 

financial reporting constitutes a process effected by those charged with governance, 
management, and other personnel, designed to provide reasonable assurance regarding the 
preparation of reliable financial statements in accordance with the United States’ generally 
accepted accounting principles. An organization's internal controls over financial reporting 
includes those policies and procedures that (1) pertain to the maintenance of records that, in 
reasonable detail, accurately and fairly reflect the transactions and dispositions of the assets 
of the entity; (2) provide reasonable assurance that transactions are recorded as necessary to 
permit preparation of financial statements in accordance with the United States’ generally 
accepted accounting principles, and that receipts and expenditures of the organization are 
being made only in accordance with authorizations of management and those charged with 
governance; and (3) provide reasonable assurance regarding prevention, or timely detection 
and correction, of unauthorized acquisition, use, or disposition of the organization's assets 
that could have a material effect on the financial statements. 

DHS is responsible for designing, implementing, and maintaining effective internal 
controls over financial reporting. Management assessed the effectiveness of DHS’s internal 
controls over financial reporting as of September 30, 2021, based on criteria established in 
the Standards for Internal Controls in the Federal Government (GAO-14-704G) issued by the 
Comptroller General of the United States. Based on that assessment, management concluded 
that, as of September 30, 2021, DHS's internal controls over financial reporting are effective 
except for areas of material weaknesses in Financial Reporting and Information Technology 
Controls and Information Systems. Specifically: 

1. Financial Reporting: Ineffective monitoring of reports used in financial reporting 
controls, ineffective service provider monitoring, and other conditions. 

2. Information Technology Controls and Information Systems: Ineffective controls in 
financial management systems, including those performed by service 
organizations, and insufficient design of controls over information derived from 
systems. 

Internal controls over financial reporting have inherent limitations. Internal controls over 
financial reporting constitutes a process that involves human diligence and compliance and is 
subject to human error. Internal controls over financial reporting also can be circumvented by 
collusion or improper management override. Because of their inherent limitations, internal 
controls over financial reporting may not prevent, or detect and correct, misstatements. Also, 
projections of any assessment of effectiveness to future periods are subject to the risk that 
controls may become inadequate because of changes in conditions, or that the degree of 
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Management’s Discussion and Analysis 

compliance with the policies or procedures may deteriorate. 
DHS has made progress in improving its internal controls and financial management 

program. Management commits to implementing corrective actions to resolve the remaining 
areas of material weakness. 

Best Regards, 

Alejandro Mayorkas 
Secretary 

Stacy Marcott 
Acting Chief Financial Officer 
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Management’s Discussion and Analysis 

Management Assurances 
DHS management is responsible for establishing, maintaining, and assessing internal controls 
to provide reasonable assurance that the objectives of the Federal Managers’ Financial Integrity 
Act (FMFIA) of 1982 (31 United States Code 3512, Sections 2 and 4) and the Federal Financial 
Management Improvement Act of 1996 (P.L. 104-208) were achieved. In addition, the DHS 
Financial Accountability Act (P.L. 108-330) requires a separate management assertion and an 
audit opinion on the Department’s internal control over financial reporting. 
The FMFIA requires GAO to prescribe standards for internal control in the Federal Government, 
more commonly known as the Green Book. These standards provide the internal control 
framework and criteria federal managers must use in designing, implementing, and operating 
an effective system of internal control. The Green Book defines internal control as a process 
effected by an entity’s oversight body, management, and other personnel that provides 
reasonable assurance that the objectives of an entity are achieved. These objectives and related 
risks can be broadly classified into one or more of the following categories: 

• Effectiveness and efficiency of operations, 
• Compliance with applicable laws and regulations, and 
• Reliability of reporting for internal and external use. 

FMFIA also requires OMB, in consultation with GAO, to establish guidelines for agencies to 
evaluate their systems of internal control to determine FMFIA compliance. OMB Circular A-123, 
Management’s Responsibility for Enterprise Risk Management and Internal Control, provides 
implementation guidance to federal managers on improving the accountability and effectiveness 
of federal programs and operations by identifying and managing risks and establishing 
requirements to assess, correct, and report on the effectiveness of internal controls. FMFIA also 
requires the Statement of Assurance to include assurance on whether the agency’s financial 
management systems substantially comply with government-wide requirements. The financial 
management systems requirements are directed by Section 803(a) of the FFMIA and Appendix 
D to OMB Circular A-123, Compliance with the Federal Financial Management Improvement Act 
of 1996. 
In accordance with OMB 
Circular A-123, the 
Department performs 
assessments over the 
effectiveness of its internal 
controls. The results of 
these assessments provide 
management with an 
understanding of the 
effectiveness and 
efficiency of programmatic 
operations, reliability of 
reporting, and compliance 
with laws and regulations. 
Per OMB Circular A-123, 
management gathered 
information from various sources including management-initiated internal control assessments, 
program reviews, and evaluations. Management also considered results of reviews, audits, 
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Management’s Discussion and Analysis 

inspections, and investigations performed by the Department’s OIG and GAO. Using available 
information, each Component performs an analysis on the pervasiveness and materiality over 
any identified deficiencies to determine their impact and uses the result as the basis for the 
respective Component assurance statement signed by the Component Head. The Secretary 
provides assurances over the Department’s internal controls in the annual assurance statement 
considering the state of internal controls at each Component. 
DHS is building on the enterprise risk management framework per OMB Circular A-123 and has 
established a Department-wide Enterprise Risk Management (ERM) working group to facilitate 
and promote Component development and maturation of ERM capability. DHS Components are 
at different stages of ERM maturity and some Components have begun embedding the ERM 
framework into their statement of assurance process. The Department will continue to mature 
in ERM capability and integrate its internal controls, as appropriate, and will continue to update 
the Department’s risk profile annually. 
Department of Homeland Security Financial Accountability Act (DHS FAA) 
Pursuant to the DHS FAA, the Department must obtain an opinion over internal control over 
financial reporting. Annually, the Deputy Secretary issues a memorandum to Component Heads 
on audit results and approach, asking senior leaders across the organization to fix long-standing 
issues and properly resource both remediation and testing efforts. Senior leaders across the 
organization emulate this top-down approach by committing to annual remediation goals and 
improving the internal control environment, validated through testing, and finally ensuring that 
proper resources are available to realize these plans. Senior leaders also track, monitor, and 
discuss progress against commitments throughout the year to ensure accomplishment of the 
overall objectives. 
Using the GAO Green Book and OMB Circular A-123 as criteria, the Department’s internal control 
over financial reporting methodology is a risk-based, continuous feedback approach centered 
around four phases: find, fix, test, and assert. Effectiveness of controls and status of each 
Component’s implementation of the internal control strategy are communicated and reported to 
senior leaders using the Internal Control Maturity Model (ICMM). The ICMM is a five-tiered model 
that uses tests of design and effectiveness, quality of assessments, and timeliness and efficacy 
of remediation as primary drivers in demonstrating maturation of the control environment. The 
goal is to have most Components placed on the Standardized (third) tier, which informs leaders 
that quality internal control assessments are performed to validate that neither material 
weakness conditions exist, nor will there be audit surprises. This assessment and reporting 
strategy support sustainment of the financial statement opinion and eventual achievement of an 
opinion over internal control over financial reporting. 
Areas of Material Weaknesses Resolution Status 
In FY 2020, management reported two areas of material weaknesses: 1) financial reporting and 
2) IT controls and system functionality. In FY 2021, DHS made significant improvements in 
remediating areas of material weaknesses and worked to resolve financial reporting deficiencies 
through targeted remediation. Refer to the tables below for areas contributing to the financial 
reporting and IT controls and information systems areas of material weakness along with 
appropriate corrective actions planned in FY 2022. 
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Management’s Discussion and Analysis 

Table 1: Internal Control over Financial Reporting Deficiency Details and Corrective Actions – 
Financial Reporting 

Area of Material 
Weakness 

DHS Component(s) Year Identified Target Correction Date 

All FY 2003 FY 2022 

Financial 
Reporting 

Multiple deficiency areas exist that are attributed to the Financial Reporting area of material 
weakness, which include the following: 

• Information Used in Controls (Contributing Component(s): All) 
Deficiency Details 
o Ineffective monitoring over information utilized in DHS internal 

control over financial reporting processes and control activities. 
Planned Corrective Actions 
o DHS is in the process of implementing a multi-phased, risk-based approach and 

process for identifying and assessing Information Used in Controls. 

• Service Provider Monitoring (Contributing Component(s): All) 
Deficiency Details 
o Process deficiencies related to monitoring of external service providers, to 

include 1) adequately assessing and responding to service provider introduced 
risks, and 2) obtaining and reviewing Service Organization Control (SOC) reports 
related to financial services. 

Planned Corrective Actions 
o DHS continues to build and implement process improvements utilizing a risk-

based management program to provide effective monitoring and oversight of 
service providers. 

• Other (Contributing Component(s): All) 
Deficiency Details 
o Deficiencies aggregated to substantiate inclusion into this area of material 

weakness, including 1) journal entries, 2) funeral assistance grants accruals, 3) 
application controls, and 4) inability to record trading partner activity at the 
initiation of the transaction event due to system limitations 

Planned Corrective Actions 
o Process improvements for journal entries will be developed, implemented, and 

assessed in accordance with remediation plans. In addition, USCG will be 
migrating to a new Oracle based financial system in FY 2022 that is planned to 
significantly reduce the volume and amount of manual journal entries 
processed by USCG going forward. 

o FEMA will strengthen internal controls to identify, analyze, and respond to 
material changes in programs that may impact financial reporting, including the 
recording of liabilities in accordance with Federal Financial Accounting 
Standards, as necessary. 

o For efforts associated with application controls, please refer to the IT Controls 
and Information Systems area of material weakness and corrective actions for 
more detail. 

o DHS is in the process of implementing G-Invoicing which is planned to reduce 
the risk of system limitations associated with federal trading partners going 
forward. 
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Management’s Discussion and Analysis 

Table 2: Internal Control over Financial Reporting Deficiency Details and Corrective Actions – IT 
Controls and Information Systems 

Area of 
Material 

Weakness 

DHS Component(s) Year Identified Target Correction Date 

All FY 2003 FY 2023 

IT Controls 
and 

Information 
Systems 

Multiple deficiency areas exist that are attributed to the IT controls and system functionality area 
of material weakness, which include the following: 

• Financial System Requirements (Contributing Component(s): All) 
Deficiency Details 
o The Federal Information Security Management Act (FISMA) mandates that federal 

agencies maintain IT security programs in accordance with OMB and National Institute 
of Standards and Technology guidance. The Department internal control assessment 
identified IT controls as a material weakness due to deficiencies surrounding general 
security and application controls. As a result of the noted deficiencies, the 
Department’s financial systems are unable to fully comply with the FFMIA. 

Planned Corrective Actions 
o Components will continue to implement the find, fix, test strategy in FY 2022. The IT 

Commitment Letters, signed by both the respective CFO and the Chief Information 
Officer (CIO) leadership, require each Component to commit to testing as well as 
provide commitment to passing results for each system and control in scope. 

o The DHS CFO, CIO, and Component leadership will support the Components in 
the design and implementation of internal controls in accordance with DHS policy 
requirements defined for CFO Designated Financial Systems. 

• System Functionality / Information Derived from Systems (Contributing Component(s): All) 
Deficiency Details 
o Ineffective IT security control and inadequate application / functionality controls 

impact the ability for management to fully rely on system generated data and reports 
without putting the processes utilizing this information at risk. Currently, these 
deficiencies are directly associated with financial system requirement deficiencies. 

Planned Corrective Actions 
o Components will continue to improve and enhance IT security, as noted above for 

Financial System Requirements. As IT security enhances reliability, DHS will also work 
to incorporate the find, fix, test strategy to gain coverage over application / 
functionality controls. 

o In FY 2022, in addition to fixing long-standing IT control weaknesses, DHS will 
continue to implement a risk-based strategy for identifying and testing IUC 
and/orinformation derived from systems. DHS will also establish an approach to 
assess the key functionality of systems that have sufficient IT security controls 
established. 

• Service Provider Monitoring (Contributing Component(s): All) 
Deficiency Details 
o The Department did not maintain effective internal control related to service 

organizations, including the monitoring of Information Technology General Controls 
(ITGC) for external systems to ensure adequate reliance. DHS also identified 
weaknesses related to evaluating and documenting roles of service organizations, 
performing effective reviews of SOC reports, and addressing service provider risk in 
absence of SOC reports. 

Planned Corrective Actions 
o For service provider monitoring controls, DHS continues to build improvements utilizing 

a risk-based management program to provide monitoring and oversight of service 
providers. 
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Management’s Discussion and Analysis 

Federal Financial Management Improvement Act (FFMIA) 
FFMIA requires federal agencies to implement and maintain financial management systems that 
substantially comply with federal financial management systems requirements, applicable 
federal accounting standards, and the United States Standard General Ledger at the transaction 
level. A financial management system includes an agency’s overall financial operation, reflecting 
the people, processes, and technology to capture, classify, summarize, and report data in a 
meaningful manner to support business decisions. 
DHS assesses financial management systems annually for compliance with the requirements of 
Appendix D to OMB Circular A-123 and other federal financial system requirements. In addition, 
available information from audit reports and other relevant and appropriate sources, such as 
FISMA compliance activities, is reviewed to determine whether DHS financial management 
systems substantially comply with FFMIA. Improvements and ongoing efforts to strengthen 
financial management systems are considered as well as the impact of instances of non-
compliance on overall financial management system performance. 
Based on the results of the overall assessment, the IT Controls and Information Systems area of 
material weaknesses continues to affect the Department's ability to fully comply with financial 
management system requirements. Therefore, the Department is also reporting a non-
compliance with FFMIA. The Department is actively engaged to correct the area of material 
weakness through significant compensating controls while undergoing system improvement and 
modernization efforts. The outcome of these efforts will efficiently enable the Department to 
comply with government-wide requirements and thus reduce the need for manual compensating 
controls. 
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Management’s Discussion and Analysis 

Table 3: FFMIA Non-compliance Details and Corrective Actions 

Area of Non 
compliance 

DHS Component(s) Year Identified Target Correction Date 
All FY 2003 FY 2023 

FFMIA 

Multiple deficiency areas exist that are attributed to the FFMIA area of non-compliance, which 
include the following: 

• Financial System Requirements (Contributing Component(s): All) 
Non-compliance Details 
o DHS does not substantially comply with FFMIA primarily due to lack of compliance with 

financial system requirements as disclosed in the IT Controls and System Functionality 
area of material weakness. 

Planned Corrective Actions 
o Refer to the corrective actions planned for the IT Controls and System Functionality 

area of material weakness. 

• Federal Accounting and U.S. Standard General Ledger (USSGL) Requirements 
(Contributing Component(s): USCG, CBP, MGMT, and ICE) 
Non-compliance Details 
o USCG, CBP, MGMT, and ICE noted that certain key systems are unable to produce 

transaction level activity that reconciles at the USSGL-level. USCG also reported a lack 
of compliance as its financial and mixed systems do not allow for financial statements 
and budgets to be prepared, executed, and reported fully in accordance with the 
requirements prescribed by the OMB, Treasury, and the Federal Accounting Standards 
Advisory Board. 

Planned Corrective Actions 
o DHS CFO and Components will continue to design, document, and implement 

compensating controls to reduce the severity of legacy system application / 
functionality limitations. 

Digital Accountability and Transparency Act of 2014 
Pursuant to OMB Circular A-123, Appendix A, Management of Reporting and Data Integrity Risk, 
the Department issued its Digital Accountability and Transparency Act of 2014 (DATA Act) Data 
Quality Plan on July 6, 2021. The plan describes the organizational structure, operating 
environment, internal controls processes, and systems used to generate, validate, and evaluate 
the data published to USAspending.gov. The plan includes DHS’s processes for compiling, 
reviewing, and monitoring the quality of data provided to USAspending.gov. In addition, the plan 
describes the processes to assess the level of data quality, methods for increasing the data 
quality, and the data risk management strategy. The outcomes of this plan align with the 
Administration’s goal for greater transparency, ultimately benefiting citizens and holding 
government accountable for its stewardship over its assets. 
Components assess the design and operating effectiveness of their respective DATA Act 
reporting processes and controls over consolidation and variance resolution of data submitted 
to DHS Headquarters. DHS also utilizes a risk assessment process to identify high risk data 
elements and tests the accuracy, completeness, and timeliness of the recorded transactions 
against source documents. This two-pronged approach ensures that the Department can provide 
reasonable assurance that reports over DATA Act are reliable both at reporting and transaction 
levels further supporting the fidelity of reported transactions to Treasury. In FY 2021, FEMA 
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Management’s Discussion and Analysis 

noted a material inadequacy associated with its DATA Act reporting. The inadequacy has been 
substantially compensated due to DHS validation pre-check processes as well as regular 
oversight and metrics reporting. Despite the FEMA noted exceptions, DHS has successfully 
matched over 98.6% percent of financial data (File C) and award data (File D) dollars. 
To continue making improvements and enhancements to the Department’s DATA Act reporting 
processes and controls, an enhanced Component corrective action plan process is maintained 
that: 1) addresses researching and correcting matching award identification numbers with non-
matching obligation amounts; 2) identifies the root causes of timing issue misalignments; and 
3) continuously tracks misalignments until corrective actions are completed 
Financial Management Systems 
Pursuant to the Chief Financial Officers Act of 1990, the DHS CFO is responsible for developing 
and maintaining agency accounting and financial management systems to ensure systems 
comply with applicable accounting principles, standards, and requirements with internal control 
standards. As such, the DHS CFO oversees and coordinates all the Financial Systems 
Modernization (FSM) efforts for the Department’s core accounting systems. 
Foundational tenets for the FSM programs are: 

• Increase business process standardization across Components through efforts to 
define a common set of financial management business processes and then ensure 
that the Component business process re-engineering and modernization efforts reflect 
the DHS process standard. 

• Implement standard financial data element structures, such as the DHS Accounting 
Classification Structure and Common Appropriation Structure, across Components to 
standardize reporting and reduce manual reporting processes and inconsistent data. 

• Continue to plan and execute financial system modernization projects by migrating 
components to modernized platforms with integrated asset and procurement 
management systems that meet Department and government-wide requirements, 
reduce the need for manual processes, and strengthen internal controls. FSM projects 
should leverage existing infrastructure, shared services, and technologies such as 
cloud-based solutions to the extent possible, following guidance and lessons learned 
from previous attempts to integrate DHS Components' financial management systems. 

• Lastly, after standardization and modernization has occurred, work to consolidate 
financial operations and transaction processing service centers, where cost effective. 

DHS has established the FSM Joint Program Management Office (JPMO) to lead and manage all 
aspects of the FSM programs, in partnership with DHS Components. In March 2017, it was 
determined that DHS would transition the CWMD, TSA, and USCG FSM initiatives (known as the 
Trio) out of their current shared service provider environment and into a DHS-managed solution. 
This solution, known as the Financial Systems Modernization Solution (FSMS), delivers a 
standardized baseline for the Trio. In October of 2018, TSA and USCG resumed implementation 
efforts and the Department completed upgrading CWMD to the latest version of the solution in 
October 2019. In October of 2020, TSA went live on the FSMS platform and USCG is on schedule 
to go-live in November of 2021. 
DHS is leveraging lessons learned from the former shared services implementation, reducing 
risk in future migrations through deliberative approaches to program management, resource 
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Management’s Discussion and Analysis 

management, business process standardization, risk management, change management, 
schedule rigor, and oversight. Lessons learned from the Trio implementations will be further 
leveraged as the JPMO plans for Discovery efforts in FY 2022 for FEMA as well as ICE and its 
customer Components2. 
In addition to the DHS FSM efforts, the DHS CIO and Component CIOs met federal mandates to 
develop IT strategic plans, analyze legacy IT infrastructure requirements, and identify 
modernization needs. To ensure strategic planning activities are conducted across the 
Department, DHS issued a directive3 in 2018 to require Component-level CIOs to develop, 
implement, and maintain IT strategic plans annually. The DHS CIO published the FYs 2019– 
2023 IT Strategic Plan in March 2019. The DHS IT Strategic Plan identifies an IT vision to “deliver 
world class IT to enhance and support the DHS mission.” With a focus on rebuilding foundations 
and driving innovation, the DHS IT Strategic Plan outlines four goals aiming to advance the DHS 
organizational culture, improve network connectivity & resilience, mature the DHS cybersecurity 
posture, and transform technology to meet DHS customer needs. 

Figure 4: DHS IT Strategic Plan – Goals 

2 ICE serviced Components include: S&T, Management Directorate, CISA, and USCIS 
3 DHS Directive 142-02 Rev. 01, Information Technology Integration and Management, April 12, 2018 

U.S. Department of Homeland Security - 49 -



 

      

     
   

   
  

  
 

 
 
 

 
         

         

Management’s Discussion and Analysis 

Specifically related to modernization, the 2019-2023 DHS IT Strategic Plan outlined initiatives 
to adopt cloud-based computing4 and to consolidate and optimize data centers. To assist in 
these efforts, DHS established the Cloud Steering Group in May 2018 to oversee the 
implementation of a federated, enterprise-wide strategy for accelerating the modernization and 
migration of DHS IT applications and infrastructure to the cloud; and optimization of the 
remaining data centers by aligning their capabilities and economics, to the extent possible, with 
the cloud. 

4 The OMB Federal Cloud Computing Strategy defines cloud computing as solutions exhibiting five essential 
characteristics: on-demand service, broad network access, resource pooling, rapid elasticity, and measured service. 
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